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FOREWORD The Commission’s Privacy project has 4 stages. We have already published a
study paper Privacy: Concepts and Issues, the culmination of stage 1, and a report
on Public Registers, setting out our findings on stage 2.

The present report completes stage 3. Building on the issues paper we published
in 2009, it deals with the remedies and penalties our law provides for invasions
of privacy. We do not deal much with the Privacy Act 1993 in this report: that
will be the subject of separate study in stage 4 of our project. This report is
concerned mainly with the criminal and civil law as it is applied in the courts.

Given the threats to privacy posed by new technology, it is clear to us that the
law needs to provide more protection than it currently does. The challenge is to
ensure that that protection does not come at the cost of weakening other vital
personal and public interests such as freedom of information.

We asked questions in our issues paper about the tort of invasion of privacy
confirmed by the Court of Appeal in Hosking v Runting. We wanted to know
whether such a tort was needed, and if so whether it should be codified in
statutory form or left to develop at common law. After full consideration,
informed by the submissions on the issues paper, we have decided to recommend
that the tort be left to the common law, and indeed that it should be left to
the courts to decide whether it should be extended to encompass a tort of
intrusion as well.

We found that surveillance is not well regulated by the current law. Technology
is developing rapidly and continually creating new ways of invading our privacy.
There are legal controls on some kinds of surveillance, but not all. The law is
patchy and unsatisfactory, and contains some surprising gaps. We recommend
in this report that the law should be rationalised and brought up to date.
We recommend that a Surveillance Devices Act should be enacted. This Act
would create the criminal offences of trespassing to install a surveillance device;
using a device to undertake surveillance of the interior of a dwelling; and using
tracking devices. There will be appropriate defences to each. The offences of
intimate covert filming and interception of private communications, currently
in the Crimes Act 1961, should be transferred to this new Surveillance Devices
Act. We also recommend that it should be an offence to publish information
obtained in breach of the Act, and that there should be mirror civil liability
for breach of its provisions. Private investigators would be bound by the
provisions of the new Act like everyone else, and there would no longer be a
need for the separate provision regulating surveillance by them alone which
currently exists.

In addition, we recommend that the Harassment Act 1997 should be amended
to extend its coverage to certain types of surveillance, and that a new offence of
voyeurism should be created. We foreshadow that in stage 4 of our review we
shall be suggesting that the Privacy Act 1993 needs to be amended to clarify its
application to surveillance.

The report also discusses data surveillance. The existing law is capable of
handling most types of invasive conduct of this kind, but it is complicated and
contains logical anomalies and overlaps. We believe data surveillance merits
separate review by a panel of experts.



L

The use of Closed-Circuit Television (CCTV) surveillance is increasing in both
the private and public sectors. It undoubtedly has beneficial uses, but care needs
to be taken to ensure that it is used responsibly. The Privacy Commissioner has
recently issued CCTV guidelines, and we are content to leave matters there for
the time being.

We believe that the reform package we recommend in this report will give
citizens protections they do not currently have, and that the balance it achieves
between privacy and other interests is right. The recommended new offences
are deliberately narrowly defined.

We thank all those who made submissions on the issues paper. We found
the submissions most helpful. We also thank the Ministry of Justice and the
Office of the Privacy Commissioner for their continuing support and advice.

Geoffrey Palmer
President
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Recommendations

CHAPTER 3

R2

R3

R4

R5

R6

R7

A Surveillance Devices Act should be enacted providing for criminal offences
and a right of civil action in relation to the use of visual surveillance,
tracking and interception devices.

The Surveillance Devices Act should not include “data surveillance devices”
as a category of surveillance device, specific data surveillance offences,
or the computer misuse offences currently in the Crimes Act.

The adequacy of existing law to deal with the following should be reviewed:
covert surveillance of input of data to or output of data from a computer,
and covert access to data stored on a computer. (See also R11.)

When the computer misuse offences in the Crimes Act are next reviewed,
consideration should be given to the issues of civil remedies for computer misuse
and whether it should be an offence to disclose information obtained in
contravention of the computer misuse offences.

The Surveillance Devices Act should include an offence of intentionally installing
a visual surveillance device or interception device on or within private land,
premises or a vehicle, where the installation involves a trespass onto or into the
land, premises or vehicle. There should be exceptions to this offence for law
enforcement agencies acting in accordance with a warrant or emergency
warrantless power and for intelligence organisations acting in accordance with
their statutory powers.

The sections of the Crimes Act dealing with intimate visual recordings should
be removed from that Act and included in the new Surveillance Devices Act.

The Surveillance Devices Act should include an offence of using a visual
surveillance device to observe or record the interior of a dwelling with the
intention of observing, recording or monitoring the people who reside there,
knowing that such observation or recording is done without the consent
(express or implied) of the lawful occupiers of the dwelling. In addition to
appropriate exceptions for law enforcement and intelligence agencies,
the following defences should be available:



Summary of recommendations

That the accused believed, on reasonable grounds, that at the material time
the particular part of the dwelling that was subject to surveillance using a visual
surveillance device was being used primarily as a place of work or business.

That the accused believed, on reasonable grounds, that the surveillance
was necessary:

(a) for the protection of the health or safety of any person, or for the
protection of public health or safety; or

(b) to provide evidence that an offence had been or was being committed
or planned;

and that the surveillance was no more extensive than reasonably necessary
for those purposes.

R8  The Surveillance Devices Act should include an offence of knowingly installing,
using or maintaining a tracking device to determine the geographical location of
a person or thing, knowing that the device is installed, used or maintained
without the consent of the person, or of the person having lawful possession
or control of the thing. In addition to appropriate exceptions for law
enforcement and intelligence agencies, it should be a defence to this offence that
the use of the tracking device was necessary for the protection of the health,
safety or wellbeing of any person, or for the protection of public health or safety,
and was no more extensive than reasonably necessary for those purposes.

RO The provisions in the Crimes Act providing for interception offences should be
removed from that Act and included in the new Surveillance Devices Act.

R10  The definition of “private communication” for the purposes of the interception
offences should be amended to replace the two current criteria with a single
“reasonable expectation of privacy” test.

R11  The review of data surveillance (see R3 above) should include an assessment of
the adequacy of the current legal framework for the interception of electronic
communications, including the suitability of the reasonable expectation of
privacy test for different types of electronic communication, and consideration
of the issues discussed in Appendix A.

R12 Participant monitoring of private communications (both principal party
monitoring and authorised outsider monitoring) should be permitted where:

it is reasonably necessary for the protection of the lawful interests of one or
more of the principal parties;

there are reasonable grounds to believe that monitoring is in the public
interest; or

the participant monitoring is conducted by a law enforcement officer acting
in the course of duty.

R13 Further consideration should be given to whether participant monitoring
should be a permitted exception to the interception of non-oral electronic
communications.

R14 The Surveillance Devices Act should make it an offence for a person to
disclose information (including images and recordings) if that person knows,
or ought reasonably to know, that the information was obtained directly or
indirectly by the use of a surveillance device in contravention of the criminal
provisions of the Act.
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R15 It should continue to be an offence for a provider of internet or other
communication services to disclose information obtained by intercepting private
communications when undertaking maintenance of a communication service.

R16 The Surveillance Devices Act should provide that it is an offence to make,
sell or supply a surveillance device, or software that can convert a device into a
surveillance device, knowing that the device or software is to be used to
undertake surveillance in contravention of the criminal provisions of the
Surveillance Devices Act; or to promote or hold out a device or software as being
useful for the carrying out of surveillance in contravention of the Act.

R17 The Surveillance Devices Act should provide for a right of civil action by any
person affected by a breach of any of the criminal provisions. Standard tort
remedies should be available, and the defences should be the same as for the
relevant offence.

CHAPTER 4 R18 The Privacy Act should provide that one of the functions of the Privacy
Commissioner is to report regularly to Parliament on developments
in surveillance and surveillance technologies, and their implications for
New Zealand.

R19  Both Closed-Circuit Television (CCTV) and Radio-Frequency Identification
(RFID) should be regulated within the Privacy Act framework, rather than
under specific statutes or regulations. The Privacy Commissioner should continue
to monitor the adequacy of existing law to deal with these technologies.
If a more specific regulatory framework is considered necessary in future,
the option of developing codes of practice under the Privacy Act should
be considered.

R20 A code of ethics for private security personnel who install, advise on, operate
and monitor CCTV systems should be made under the Private Investigators
and Private Security Guards Act 1974 or any replacement statute. The code of
ethics should address legal and ethical requirements in relation to privacy.
Any prescribed training in relation to CCTV for private security personnel
should also cover privacy obligations.

CHAPTER 5 R21  Section 4 of the Harassment Act 1997 should be amended by adding a new
paragraph (ea): “Keeping that person under surveillance”.

R22  Section 3 of the Harassment Act 1997 should be amended by providing that
a pattern of behaviour can be constituted either by a single protracted act or
by doing a specified act on at least two separate occasions within a period
of 12 months.

R23 It should be an offence to deliberately observe without consent, whether with
or without a device, for purposes of sexual gratification, conduct of the kind
defined in the Crimes Act 1961, section 216G(1)(a).

R24  Section 30 of the Summary Offences Act 1981 should be repealed and replaced
with a provision that makes it an offence to look repeatedly or for a prolonged
period into a dwellinghouse for the purpose of obtaining sexual gratification.
The offence should not be limited to night time.



Summary of recommendations

CHAPTER 6 R25  Section 52 of the Private Investigators and Security Guards Act 1974 should be
repealed and the corresponding clause of the Private Security Personnel and
Private Investigators Bill should be deleted. However, these changes should only
be made after the following recommendations have been implemented:

the enactment of a Surveillance Devices Act, as recommended in chapter 3;

the amendment of the Harassment Act 1997, as recommended in chapter 5;
and

the introduction of a code of ethics for private investigators, as recommended
in R26 below.

R26 A code of ethics or code of conduct for private investigators should be
made under the Private Investigators and Security Guards Act, or under the
Private Security Personnel and Private Investigators Bill if that Bill is
enacted. The code should address issues of privacy and the use of surveillance
by private investigators.

R27  Additional offences involving serious invasions of privacy should be added to
the lists of disqualifying offences for private investigators and their employees
in the Private Investigators and Security Guards Act or the Private Security
Personnel and Private Investigators Bill. These offences should include the
existing intimate covert filming offences, and the new surveillance device
offences that we recommend in this report.

CHAPTER 7 R28 The tort of invasion of privacy recognised in Hosking v Runting should be left to
develop at common law.

R29 Any recognition and development of a tort of intrusion into solitude,
seclusion and private affairs should be left to the common law.

CHAPTER 8 R30 When next each of the statutes imposing a criminal penalty for disclosing
information is reviewed, the question should be addressed of whether the
offence provision is necessary or whether the Privacy Act 1993 provides
adequate protection.

R31 Whenever one of the statutes which imposes a penalty for disclosure of
information is reviewed, attention should be paid to its consistency with
analogous provisions.



Chapter 1

Introduction

This report sets out the Law Commission’s recommendations with regard to
stage 3 of our Review of Privacy (“the Review”). According to our terms of
reference for the Review, in stage 3 the Commission is to consider and report on:

(a) the adequacy of New Zealand’s civil remedies for invasions of privacy,
including tortious and equitable remedies; and

(b) the adequacy of New Zealand’s criminal law to deal with invasions
of privacy.

Stage 3 should be seen in the context of the Commission’s wider Review,
which consists of four stages. Stage 1 was a high-level policy overview,
assessing privacy values, changes in technology, international trends and other
matters, and their implications for New Zealand law. At the conclusion of
stage 1, the Commission produced a study paper, Privacy: Concepts and Issues,
which provides background information for the later stages of the Review.!
Stage 2 considered the law relating to public registers to see whether it requires
alteration as a result of privacy considerations or emerging technology.
Stage 2 has also been completed with the publication of a final report.?
Implementation of the recommendations of that report is on hold pending
completion of stage 4 of the Review, which involves a comprehensive review
of the Privacy Act 1993 with a view to updating the Act. The Commission
will be producing an issues paper for stage 4 of the Review early in 2010,
and calling for public submissions on the issues raised in that paper.
Although the Privacy Act is not the focus of this stage 3 report, it is impossible
to ignore the Act in any consideration of privacy law in New Zealand,
and in chapter 4 of this report we give particular consideration to the role of the
Privacy Act in regulating surveillance.

We released an issues paper for stage 3 of the Review in March 2009 and called
for public submissions. We received 35 submissions from individuals and
organisations. We also set up a website on which people could make comments
about some of the issues raised in the issues paper, and we received a number

New Zealand Law Commission Privacy: Concepts and Issues: Review of the Law of Privacy:
Stage 1 (NZLC SP19, Wellington, 2008).

New Zealand Law Commission Public Registers: Review of the Law of Privacy: Stage 2 (NZLC R101,
Wellington, 2008).
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CHAPTER 1: Introduction

of thoughtful comments on these issues via the website. The submissions we
received have influenced our recommendations in this report, particularly on
issues about which there was consensus or near-consensus among submitters.

14 The issues paper analysed the existing law dealing with invasions of privacy
in New Zealand and in certain overseas jurisdictions. The paper then
considered issues and options for reform of the law, focusing on two areas.
First, we looked at disclosure of private facts, and in particular at the tort of
invasion of privacy by publicity given to private facts. The Court of Appeal found
in the case of Hosking v Runting® that such a tort exists in the common law of
New Zealand. Secondly, we examined intrusions into solitude and seclusion and
prying into people’s private affairs. In particular, we looked in some detail at
how the law deals with surveillance.

15 This report focuses on our recommendations for law reform in relation to the
two areas just mentioned. It does not repeat the analysis of the existing law that
can be found in the issues paper.

16 Surveillance has emerged in the course of our Review as the area in which the
gaps and inconsistencies in the law are particularly significant, and it is the focus
of the bulk of this report. For reasons set out in chapter 2, we believe the law
dealing with surveillance in New Zealand is in need of reform. We should emphasise
that we are not talking here about the authorised use of targeted surveillance by
law enforcement and regulatory agencies. Law enforcement surveillance was
the subject of recommendations in an earlier Law Commission report,
Search and Surveillance Powers, and the Commission’s recommendations in that
report are to be implemented by the Search and Surveillance Bill currently before
Parliament.* What we are examining in this report is the general criminal and
civil law dealing with surveillance.

1.7 Chapter 3 sets out our most important recommendation for reform of surveillance
law, the creation of a new Surveillance Devices Act. This Act would provide for
both criminal offences and a right of civil action in relation to use of visual
surveillance, interception and tracking devices. It would include some existing
offences from the Crimes Act and some new offences. It would close some gaps
in the existing law, and complement protections provided by the Privacy Act
1993. We discuss the role of the Privacy Act in regulating surveillance in chapter
4, and identify some ways in which the Privacy Act’s coverage of surveillance
could be improved. We will consider reforms to the Privacy Act in relation to its
coverage of surveillance further in stage 4 of our Review. Chapter 5 discusses
some other areas in which the law could better protect against surveillance and
other intrusions. We recommend some changes to the Harassment Act 1997
to ensure that it clearly applies to harassing surveillance. We also recommend
some reforms that would criminalise voyeurism in a more comprehensive
manner than at present. Chapter 6 deals with surveillance in three
particular sectors or contexts: the media, private investigators, and the workplace.
Our main recommendations in chapter 6 are for the repeal of specific legal
restrictions on surveillance by private investigators, providing the Surveillance

[2005] 1 NZLR 1.

4 New Zealand Law Commission Search and Surveillance Powers (NZLC R97, Wellington, 2007);
Search and Surveillance Bill 2009, no 45-1.
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Devices Act and the amendments to the Harassment Act 1997 discussed in
chapters 3 and 5 are enacted and a new code of ethics for private investigators
is introduced.

18 Chapter 7 discusses the tort of invasion of privacy, including both the existing
Hosking tort and the possibility of a tort of intrusion into seclusion and
private affairs. In the issues paper we asked whether the common law tort should
be retained and, if so, whether it should be put on a statutory basis.
Based largely on the submissions we received, we have decided that both the
Hosking and the intrusion torts should be left to develop at common law.
Chapter 8 then considers whether existing statutory prohibitions on disclosure
of personal information need to be reformed in any way, including by repealing
existing offences, adding new offences, or addressing inconsistencies between
different offences. We make some recommendations for further review of these
provisions in future.
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Chapter 2

This chapter provides some background in relation to surveillance and how it is
currently dealt with in the law, drawing on information from the issues paper
for this stage of our Review. We then make the case for reforming the law in
relation to surveillance, and briefly outline the recommendations for reform that
will be discussed in more detail in later chapters.

BACKGROUND

2.2

In our issues paper, we provided some background information in relation to
surveillance, which we summarise briefly here.> We defined surveillance,
for the purposes of our discussion, as “the use of devices intentionally to monitor,
observe or record people’s actions or communications”.® Surveillance can include:”

watching and visual recording, using devices such as binoculars or cameras;

listening and intercepting, including using devices to record or listen to
conversations, or to intercept emails, text messages, or other electronic data;

locating and tracking by such means as Global Positioning System (GPS)
devices and cellphone location data; and

monitoring data by methods such as computer hacking, spyware,
and keystroke logging.

The technologies of surveillance are developing apace. Surveillance devices are
becoming smaller, cheaper, less noticeable, and easier to use. Information
obtained through surveillance is being digitised, allowing it to be combined with
digital data from other sources, analysed in new ways, and disseminated widely
(especially over the internet). Technological convergence means that devices can
increasingly be used for multiple purposes, or can form part of a larger
surveillance network. For all of these reasons, surveillance is becoming more
pervasive in everyday life.?

New Zealand Law Commission Invasion of Privacy: Penalties and Remedies: Review of the Law of Privacy:
Stage 3 (NZLC IP14, Wellington, 2009) ch 8 [Privacy Stage 3 issues paper].

Ibid, 181.
Ibid, 188-189.

Ibid, 190-191; see also New Zealand Law Commission Privacy: Concepts and Issues: Review of the Law of
Privacy: Stage 1 (NZLC SP19, Wellington, 2008) 136-139.
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Surveillance is used in a wide range of contexts, including:®

state security and intelligence;

law enforcement and regulation (including at the local government level);
environmental and road traffic regulation;

personal and public safety and security;

commercial;

domestic;

research;

media;

workplace; and

private investigation.

As a number of submitters on our issues paper emphasised, many of these
uses are beneficial to individuals and society. In particular, they can help to deter
and detect crime or serious wrongdoing, and can provide information that
helps us to understand what is going on in our immediate environment or in the
wider society.

At the same time, it is important to recognise that surveillance can have
significant negative effects, particularly:!°

use of information obtained through surveillance for criminal purposes such
as identity theft, blackmail, fraud or burglary;

a chilling effect on the exercise of civil liberties;

loss of anonymity;

stress and emotional harm;

the creation of a record of personal information which can be stored
permanently, disseminated widely, analysed in great detail, and taken out
of context;

excessive collection of personal information;

insecurity and loss of trust;

use for voyeuristic or other questionable purposes;

discrimination and misidentification; and

desensitisation to surveillance, leading to a narrowing of people’s reasonable
expectations of privacy.

Information about public attitudes to surveillance is limited, but suggests
that attitudes vary depending on the type of surveillance under
consideration, and to some extent on factors such as gender and ethnicity.
For example, there is a relatively high level of concern about monitoring of
internet use and email, whether by internet providers wanting to deliver targeted

Privacy Stage 3 issues paper, above n 5, 192-200, and ch 12 for media, workplace, and private
investigators.

Tbid, 201-204.
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CHAPTER 2: Reforming the law on surveillance

advertising or by employers seeking to identify inappropriate computer use.
Concern about closed-circuit television (CCTV) surveillance, by contrast, is low,
and indeed there seems to be a high level of support for CCTV based on a
perception that it helps to make communities safer.!!

THE EXISTING 27  Our issues paper looked at the current law dealing with privacy generally,

LAW ON and with surveillance in particular, and set out a number of hypothetical

SURVEILLANCE scenarios which illustrate the coverage of the existing law.!? Readers should go
to the issues paper for further details of the law summarised below.

Law enforcement

28 As noted in chapter 1, this report does not deal with the use of targeted
surveillance as part of law enforcement operations. The Law Commission has
already reported on law enforcement surveillance, and the Search and Surveillance
Bill currently before Parliament is based on the recommendations of our Search
and Surveillance Powers report.’ If enacted, the Bill will replace existing provisions
in other legislation governing surveillance by law enforcement agencies.

29 In addition, section 21 of the New Zealand Bill of Rights Act 1990 provides for
the right to be secure against unreasonable search and seizure. The courts have
treated some forms of surveillance conducted by law enforcement agencies as
searches for the purposes of section 21, although the Court of Appeal has not yet
ruled definitively on the matter.!*

Criminal law

Crimes Act 1961

210 Part 9A of the Crimes Act 1961 is entitled “Crimes against personal privacy”,
and deals with interception and intimate covert filming. The interception
provisions create offences of intercepting a private communication by means of
an interception device, disclosing private communications that were unlawfully
intercepted, and selling or supplying interception devices.”® The provisions
relating to intimate covert filming deal with situations in which a visual recording
is made, without the knowledge or consent of the subject, of:

a person who is in a place which would reasonably be expected to provide
privacy, when that person is naked or nearly naked, engaged in sexual
activity, or engaged in showering, toileting or other activity that involves
dressing or undressing; or

a person’s naked or undergarment-clad private parts, if the recording is made
from beneath or under a person’s clothing or through a person’s outer clothing
where it is unreasonable to do so.'®

11 Ibid, 204-206.
12 1Ibid, chs 2, 3 and 9; the scenarios are at 224-234.

13 New Zealand Law Commission Search and Surveillance Powers (NZLC R97, Wellington, 2007) ch 11
[Search and Surveillance Powers NZLC R97]; Search and Surveillance Bill 2009, no 45-1, cls 42-67.

14 Search and Surveillance Powers NZLC R97, 318-319.
15  Crimes Act 1961, ss 216B-216D.
16  1Ibid, s 216G.
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It is an offence to make, possess in certain circumstances, publish, import, export
or sell such intimate visual recordings.!”

211 The Crimes Act also includes provisions relating to crimes involving computers,
and these provide some protection against surveillance in the form of covert
access to personal data through methods such as computer hacking and use of
spyware. The computer crimes sections of the Act create offences of accessing
a computer for a dishonest purpose; damaging or interfering with a computer
system; selling, supplying or possessing software for committing computer crime;
and accessing a computer without authorisation.'®

Summary Offences Act 1981

212 The Summary Offences Act 1981 does not deal directly with surveillance,
but does include some offences that may be able to be used against
surveillance in certain circumstances, particularly in the case of voyeuristic
visual surveillance. Section 4(1)(a) creates an offence of behaving in an offensive
or disorderly manner in or within view of any public place. In two cases involving
the same man, prosecutions were brought for offensive behaviour in a public
place after a man surreptitiously photographed young women near a school and
in a library. In both cases the man was convicted in the District Court;
in one case his conviction was upheld on appeal in the High Court and the
Court of Appeal, but in the other the High Court overturned his conviction."
Both cases illustrated the difficulty of applying section 4(1)(a) of the Summary
Offences Act to covert photography. Another offence that has some relevance
to visual surveillance is “peeping or peering” into a dwellinghouse at night,*
which we discuss further in chapter 5. Although peeping and peering cases
usually involve a person looking directly, without the aid of a device, through a
window, it is possible that it could apply to a situation in which a visual
surveillance device is used. Section 29 of the Summary Offences Act may also
sometimes be called in aid: it involves being found on enclosed premises without
reasonable excuse.
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Other offences

213 Section 52 of the Private Investigators and Security Guards Act 1974 makes it
an offence for a person, in the course of business as a private investigator,
to take or cause to be taken, or use or accept for use, a photograph, film or video
recording of another person without that other person’s consent. It also makes
it an offence to record or cause to be recorded another person’s voice or speech
without consent. We discuss this provision further in chapter 6.

214 Tt is conceivable that surveillance could form part of a pattern of behaviour
constituting the offences of intimidation or criminal harassment,*! but only in
conjunction with other, more threatening actions.

17 1Ibid, ss 216H-216].
18 Ihid, ss 249-252.

19 R v Rowe [2005] 2 NZLR 833 (CA); Rowe v Police (12 December 2005) HC DN CRI 2005-412-000051
John Hansen J.

20  Summary Offences Act 1981, s 30.
21  1Ibid, s 21; Harassment Act 1997, s 8.
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CHAPTER 2: Reforming the law on surveillance

Civil law

215 As we note in chapter 7, the Court of Appeal in Hosking v Runting left
open the question of whether an intrusion tort exists in New Zealand law.
An intrusion tort could deal directly with the invasion of privacy involved in
the act of surveillance itself, as opposed to the disclosure of information obtained
through surveillance. We also refer in chapter 7 to the tort of breach of statutory
duty. This may provide a civil remedy in relation to some existing statutes that
protect privacy, even though the statute in question does not expressly
create such a remedy. The tort of breach of statutory duty is, however,
beset by uncertainty, and we will be recommending that a new statute
criminalising certain types of surveillance should expressly provide for a civil
remedy as well.

216 Other areas of law that may provide civil remedies for surveillance include:

trespass, where the installation of surveillance devices involves unauthorised
access to land or objects;

nuisance, if the surveillance unreasonably interferes with a person’s right to
use or enjoyment of his or her land (for example, in the case of camera
surveillance into a person’s home by a neighbour);

breach of confidence, but only in relation to the disclosure of confidential
information obtained through surveillance; and

harassment, if the surveillance fits within one of the “specified acts” listed in
section 4 of the Harassment Act 1997 (the existence of a wider harassment
tort in New Zealand law is uncertain).

Each of these options for obtaining civil remedies will apply to surveillance only
in certain circumstances, and there is a significant degree of uncertainty about
the extent to which they cover surveillance.

Privacy Act 1993

217 The Privacy Act 1993 regulates the way in which personal information
is collected, held, used and disclosed. Agencies that deal with personal
information must comply with twelve privacy principles that are set out in the
Act, and if they fail to do so a complaint can be made to the Privacy Commissioner.
Surveillance usually results in the collection of personal information,
and information collection is one of the main purposes for which surveillance is
used.?” A question has been raised about whether the current wording of the Act
limits its coverage of surveillance as far as the privacy principles relating to
collection of information are concerned.*® However, the Privacy Commissioner
considers that the collection principles do apply to surveillance, and in any case
information obtained through surveillance is clearly covered by the remaining
principles. While all of the privacy principles may be relevant to surveillance,
principle 4 is of particular note as it can be used to address the intrusive nature
of the surveillance itself, rather than dealing only with the information obtained

22 Itis also used to influence behaviour, and to seek pleasure or gratification (voyeuristic surveillance):
Privacy Stage 3 issues paper, above n 5, 183-184.

23 Ibid, 56-57. The privacy principles dealing with collection of information are information privacy
principles 1 to 4: Privacy Act 1993, s 6.
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through surveillance. Principle 4 states that personal information shall not be
collected by means that are unlawful or unfair, or that intrude unreasonably
upon the personal affairs of the individual concerned.

Other forms of regulation

218 The Privacy Act does not apply to the news media in relation to their news
activities.?* Privacy in the broadcast and print media is regulated by the
Broadcasting Standards Authority (a statutory body that enforces broadcasting
standards pursuant to the Broadcasting Act 1989) and the Press Council
(a voluntary body established by the print media industry) respectively.
Both bodies have principles and standards that can be used as the basis for
complaints about surveillance activities by the media, such as the use of hidden
cameras or microphones.? We discuss regulation of media surveillance further
in chapter 6.
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219 In addition, there are a number of other relevant policies and voluntary
standards:*

guidance and policies on the use of CCTV from the Office of the Privacy
Commissioner, the New Zealand Police, and local councils;

the voluntary RFID Consumer Protection Code of Practice, which deals with
commercial use of Radio Frequency Identification technology; and

the codes of practice of the New Zealand Marketing Association and the
Market Research Association of New Zealand, which deal, among other
things, with the use of recording devices by marketers and market researchers.

THE CASE FOR 220 The Law Commission has reached the conclusion that there is a need for reform

REFORM of New Zealand law relating to surveillance. As we have previously mentioned,
we are talking here about the law governing society as a whole, rather than the
specific law governing the use of surveillance by law enforcement and intelligence
agencies. There are a number of reasons why we believe reform is warranted.

221 First, a legal framework is required within which the benefits of surveillance for
individuals and for society can be balanced against the need for protection against
invasions of privacy and other negative effects of surveillance. Such a framework
needs to include some boundaries beyond which certain types of surveillance
activities are clearly unacceptable. It also needs to include flexible principles for
dealing with the much larger body of surveillance activities that may be acceptable
in some circumstances but not in others, or that are acceptable providing that
both the surveillance itself, and the handling of information obtained by means
of it, comply with certain standards.

222 Secondly, the legal framework to which we have just referred exists already in
part in New Zealand, but is not sufficiently comprehensive. The criminal law
includes some notable gaps: in particular, there are no offences for the use of
tracking devices, and only very specific offences relating to visual surveillance.
The civil law is uncertain in its application to surveillance, and applies only in

24 Privacy Act 1993, s 2(1), definition of “agency”.
25  Privacy Stage 3 issues paper, above n 5, 64-69, 286-287.
26 Ibid, 222-223.

15



CHAPTER 2: Reforming the law on surveillance

particular circumstances. The Privacy Act provides important principles for
controlling surveillance and regulating the handling of information obtained
through surveillance, but there are a number of ways in which its coverage could
be improved. Some laws, such as those relating to the broadcast media and to
private investigators, apply only to particular sectors.

223 Thirdly, the introduction of the Search and Surveillance Bill raises the need for
counterpart provisions dealing with criminal and civil liability for surveillance
outside the context of law enforcement activity. The issue of criminal and civil
liability of private persons engaging in surveillance was not considered
as part of the Commission’s Search and Surveillance Powers report;
instead, the Commission recommended that this issue should be considered
separately as part of a wider review of privacy protection in New Zealand.?”
The introduction of the Search and Surveillance Bill highlights certain anomalies,
such as the fact that law enforcement officers will require a warrant to use a
tracking device yet it is not an offence for the general public to use such devices
(although the installation of the device could involve trespass to goods or an
offence such as conversion of a vehicle).

224 Fourthly, New Zealand’s laws for dealing with surveillance are in danger of
falling behind those of other comparable countries, especially Australia.
Three Australian states and one territory now have comprehensive Surveillance
Devices Acts.?® These Acts create criminal offences for the use of surveillance
devices, and also deal with surveillance by law enforcement agencies.
The Australian Law Reform Commission and the New South Wales Law Reform
Commission have recommended the creation of a statutory cause of action for
invasion of privacy that would create civil liability for, among other things,
invasion of privacy by unauthorised surveillance.?” The Victorian Law Reform
Commission (VLRC) is currently inquiring into the law relating to surveillance
in public places,* and it is likely that it will report within a similar timeframe
to our own. While we may not reach the same conclusions as the VLRC on all
issues, the running of the two reviews in parallel creates a significant opportunity
for New Zealand and Victoria to learn from each other as our reform proposals
are developed and discussed.

225 For all of the above reasons, we think that there is a need for reform of
New Zealand’s laws dealing with surveillance, and that the time is right to
embark on such reform. This will involve some major changes and some more
limited modification of existing laws. We provide an overview of our proposed
reforms at the end of this chapter.

THE ROLES OF 226 The Surveillance Devices Act that we propose in chapter 3 will provide for
THE CRIMINAL criminal offences involving the use of surveillance devices, with matching civil
AND CIVIL LAW remedies for breaches of the criminal provisions. Both the criminal and the

27  Search and Surveillance Powers NZLC R97, above n 13, 327, 422-423.

28  Surveillance Devices Act 1998 (WA); Surveillance Devices Act 1999 (Vic); Surveillance Devices Act
2007 (NSW); Surveillance Devices Act 2007 (NT). See also Workplace Surveillance Act 2005 (NSW).

29  Australian Law Reform Commission For Your Information: Review of Australian Privacy Law
(ALRC R108, Sydney, 2008) ch 74; New South Wales Law Reform Commission Invasion of Privacy
(NSWLRC R120, Sydney, 2009).

30  Victorian Law Reform Commission Surveillance in Public Places (VLRC CP7, Melbourne, 2009).
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civil law involve enforcement by the courts. There is also an important role for
regulatory frameworks that provide remedies outside the courts. The Privacy
Act is one such regulatory framework, and we consider its role in controlling
surveillance in chapter 4.

227 We discussed the roles of the criminal and civil law, and principles for when
each should be used, in our issues paper.®' In general, criminal penalties serve
to mark society’s disapproval of an offence, vindicate societal interests by
punishing offenders, and deter potential future offenders. Civil remedies
compensate individuals for the harm they have suffered, or prevent the harm
from occurring or continuing by mechanisms such as injunctions or restraining
orders. There are also practical considerations: the standard of proof is lower in
civil proceedings; law enforcement powers of investigation and arrest are
available in criminal cases; criminal proceedings can be brought by the Police
where there is no one willing or able to bring civil proceedings; and the costs of
criminal proceedings are borne by the state rather than the individual.
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228 As we observed in our issues paper, it will sometimes be appropriate for the
same conduct to attract both criminal and civil penalties and remedies.
We believe that surveillance is one area in which this is the case.

Criminal law

229 There is a social need for conduct to be criminalised if the conduct causes
significant harm to individuals or to the collective interests of the wider society,
and if the general public would consider the conduct to be sufficiently serious to
warrant criminal penalties. We have discussed the general harms of surveillance
briefly above, and we discuss in chapter 3 the specific harms addressed by our
proposed offences. Any offences must be carefully targeted to meet the social
need, and should not be drawn so broadly as to potentially catch conduct which
the public would not consider deserving of punishment.

230 The criminal law has a role in establishing norms by making it clear that certain
conduct is unacceptable. The very fact that particular conduct is an offence will
be enough to prevent law-abiding citizens from engaging in such conduct.
In the case of surveillance, the criminal law lets responsible members of
professions such as journalism and private investigation know that particular
types of surveillance are socially unacceptable. Information about the limits
established by the criminal law can be provided in training materials and codes
of ethics for such professions. The criminal law also plays a role in setting limits
for the use of surveillance by law enforcement officers. Such officers are subject
to the criminal law just as much as anyone else, unless they are operating under
warrant or some specific exemption from the general criminal law.

231 There will always be some people who are willing to breach social norms,
and for such people the threat of punishment by the criminal law may
be effective in deterring them from engaging in particular conduct. This may be
particularly true for surveillance, which generally requires some planning.
A person contemplating undertaking surveillance is likely to have time to

31  Privacy Stage 3 issues paper, above n 5, 121-123; see also Legislation Advisory Committee Guidelines
on Process and Content of Legislation (2001 edition, most recently amended 2007) 251-255.
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CHAPTER 2: Reforming the law on surveillance

consider the consequences of such action, including the possibility of facing
criminal sanctions. The norm-setting and deterrent roles of the criminal law will
only be effective, however, if the conduct that is prohibited is defined with
sufficient precision to allow members of the public to know in advance whether
or not particular actions will be criminal.

232 Because of the role of the criminal law in establishing norms and deterring
proscribed conduct, making particular conduct an offence may go a long
way towards ensuring that such conduct does not occur very often.
Thus, the fact that there are few prosecutions for particular offences does not
necessarily mean that the offences are ineffective. It is a different matter,
however, if prosecutions are not brought because an offence is seen as too trivial
to justify investigation and enforcement by the Police. Making conduct a criminal
offence has the advantage that the conduct becomes subject to investigation and
prosecution by the state, rather than affected individuals having to rely on their
own resources to take legal action.

233 The investigative powers of the Police can be particularly helpful in detecting
and providing evidence of covert surveillance. As the Commission noted in
relation to intimate covert filming, in many cases the subjects of surveillance
will be unaware that someone has been secretly monitoring or recording them,
or that images or other records obtained through such surveillance have been
distributed. Furthermore, “[w]hen subjects do become aware [that they have
been under surveillance| they are likely to want the intrusion stopped
immediately.” If they have sufficient evidence, Police are able to take immediate
action by arresting a person engaging in illegal surveillance.>?

234 We believe that certain forms of surveillance are sufficiently objectionable that
they should be subject to criminal sanctions. We see a legitimate role for the
criminal law in prohibiting particular types of surveillance (subject to specific
defences and exceptions), with a view to clearly establishing that such
conduct is unacceptable and deterring those who might otherwise engage in it.
We further believe that those forms of surveillance that are clearly unacceptable
should be subject to investigation and prosecution by the state. In considering
the scope of the offences, we are very conscious of the need to define the
prohibited conduct as precisely as possible and to limit the offences to only
the most objectionable forms of surveillance.

Civil law

235 Criminalising the most objectionable types of surveillance can help to prevent
such surveillance from occurring and can allow the state to investigate and
punish it when it does occur. In general, however, the criminal law does not
directly address the harm suffered by those who have been subject to surveillance;
that is the role of the civil law. We believe that, where conduct has occurred that
would constitute a criminal offence under the new Surveillance Devices Act,
the victims of such conduct should have a right of civil action in the courts to
seek remedies such as damages or injunctions. As the Commission said in
Intimate Covert Filming: “Civil remedies can be specifically tailored to redress

32 New Zealand Law Commission Intimate Covert Filming (NZLC SP15, Wellington, 2004) 25
[Intimate Covert Filming NZLC SP15].
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the particular harm to the individual, and the processes and outcomes for the
individual can be more personally restorative and meaningful than the ordeal of
a criminal trial.”*

236 The Commission previously recommended that complaints under the Privacy
Act were the most appropriate means by which to provide a civil remedy for
intimate covert filming, and we recommended some amendments to the Privacy
Act in order to facilitate this.** A number of those who made submissions on our
issues paper likewise argued that the Privacy Act already provides an adequate
and appropriate civil remedy for surveillance.

237 We continue to believe that the Privacy Act is an important and effective tool
for regulating surveillance. In many cases, a complaint to the Privacy
Commissioner will also be the most appropriate way of providing a remedy
for surveillance (including surveillance that would not constitute an offence
under the proposed Surveillance Devices Act). Bringing a civil action in court is
an expensive and daunting prospect, and the Privacy Act complaints
process is more accessible for most people. In chapter 4 we discuss some ways
in which the Privacy Act’s coverage of surveillance could be improved and
clarified. As part of our review of the Privacy Act in stage 4 of this Review,
we will be proposing some amendments to the Act to clarify its application to
surveillance. Even if the Privacy Act were to be amended in the ways we propose,
however, we still believe a civil remedy should be available in the courts,
for a number of reasons.
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238 First, the Privacy Act is focused on informational privacy, and complaints under
the Act must be based on breach of one of the information privacy principles.
It will not always be the best vehicle, therefore, for dealing with surveillance
complaints that may be as much or more about intrusions into spatial privacy.
Secondly, the Act does not (with one very specific exception) create legal rights
that are enforceable in the courts.*> Any complaint under the Act must first
go through the Privacy Commissioner’s investigation and mediation process,
which may result in an agreed settlement but does not result in a binding ruling.
Only if this process does not produce a satisfactory resolution can the complainant
proceed to the Human Rights Review Tribunal, which can grant remedies such
as damages or orders restraining the defendant from continuing or repeating the
surveillance. Even then, the Tribunal does not have available to it the full range
of remedies that can be obtained in the courts: only the courts can grant
injunctions, for example, and the courts can award heavier damages than the
Tribunal is able to award. Recourse to the courts is, therefore, a more direct
route by which to obtain a decision, and may lead to more satisfactory remedies
in some cases. Thirdly, the Privacy Act contains some significant exclusions and
exceptions. One important exclusion is that the Act does not apply to the news
media in relation to their news activities.*® Our recommendations for surveillance

33 Ibid, 26.

34 Ibid, 35-37.

35  Privacy Act 1993, s 11.

36 Ibid, s 2(1), definition of “agency”.
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offences are not directed at the media, but there may be cases in which members
of the news media commit these offences. In such cases, a civil remedy should
be available.

239 The existence of another option for obtaining civil remedies for some forms of
surveillance will not undermine the Privacy Act, in our view. On the contrary,
the enactment of a Surveillance Devices Act would strengthen the Privacy Act by
making certain types of surveillance unlawful. Principle 4 of the Privacy Act
provides that personal information shall not be collected “by unlawful means”.
Any collection of information by means of surveillance of a kind that would be
an offence under the Surveillance Devices Act will be unlawful, and there will
be a strong basis for a complaint of a breach of principle 4 in relation to
such surveillance. In addition, both the Law Commission and the Privacy
Commissioner have recommended that section 56 of the Privacy Act,
which provides for an exception to the Act in relation to personal information
collected or held by an individual for the purposes of his or her personal,
family or household affairs, should be amended so that it does not apply to
personal information collected unlawfully.?” We will be proposing as part of
our review of the Privacy Act that section 56 should be amended in this way.
If both the Surveillance Devices Act and the amendment to section 56 of the
Privacy Act are enacted, the “personal affairs” exception will no longer apply to
information obtained by unlawful surveillance. This will allow Privacy Act
complaints to be made in some cases which were previously prevented from
succeeding by section 56.

240 We believe there is a strong case for the Surveillance Devices Act to provide for
a civil remedy in the courts, to sit alongside the Act’s criminal sanctions and the
remedies available under the Privacy Act. This will give victims of unlawful
surveillance a right of direct access to the courts to seek damages or other suitable
remedies for the harms they have suffered. As we discuss in chapter 7,
a right of civil action for breach of statutory duty could be found to exist by the
courts in any case, but we think it is preferable to provide expressly for it.

REFORM OF 241 The most significant reform we recommend is the enactment of a new
NEW ZEALAND Surveillance Devices Act dealing with civil and criminal liability for surveillance.
SURVEILLANCE The Act would:

LAW: AN

OVERVIEW - create criminal offences for certain uses of visual surveillance, interception

and tracking devices;

include the existing intimate covert filming and interception offences from
the Crimes Act (although with some modifications to the current provisions);
and

provide that the criminal offences are also enforceable by civil actions brought
by victims of the offences.

We discuss this recommendation further in chapter 3.

37  Intimate Covert Filming NZLC SP15, above n 32, 37; Privacy Commissioner Third Supplement to First
Periodic Review of the Operation of the Privacy Act (report by the Privacy Commissioner to the Minister
of Justice, December 2003) 6-7.
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242 We see the Privacy Act and the Privacy Commissioner as having very important
roles to play in regulating surveillance. Some amendments are needed to the Act
to clarify its application to surveillance. We also recommend that some
surveillance issues, such as regulation of CCTV, are best handled by guidance
from the Privacy Commissioner or by a code of practice made under the Privacy Act.
In addition, we believe the Privacy Commissioner is well placed to undertake
ongoing review of developments in surveillance and their implications for
New Zealand, and to make recommendations for further reform when
appropriate. The role of the Privacy Act in regulating surveillance is discussed
further in chapter 4.

243 Our other key recommendations in relation to surveillance are that:

the Harassment Act 1997 should be amended so that it applies more clearly
to harassing surveillance;
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certain gaps in the law with respect to voyeuristic observation, whether with
or without a device, should be closed; and

section 52 of the Private Investigators and Security Guards Act 1974 should
be repealed, but only after the enactment of the new Surveillance Devices
Act, the amendments to the Harassment Act, and the creation of an
enforceable code of ethics for private investigators.

These recommendations are discussed in chapters 5 and 6.
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Chapter 3

3.1

We recommend in this chapter the enactment of a Surveillance Devices Act that
will provide for criminal offences involving:

the installation of visual surveillance or interception devices where this
involves trespass on private property or private vehicles;

intimate covert filming (the existing offences from the Crimes Act);
visual surveillance, using a device, of the interior of a private dwelling;
use of a tracking device to determine the location of a person or thing;

interception of private communications (the existing offences from the
Crimes Act, with some modifications);

disclosure of information obtained through unlawful surveillance; and
sale, supply and promotion of surveillance devices for unlawful purposes.

We also recommend that the Act should provide for a right of civil action in the
courts for people affected by breaches of the criminal provisions.

We noted in the last chapter that criminalisation is not to be resorted to lightly.
But in this case there are sound reasons for recommending criminal offences.
First, surveillance technology is developing at great speed, and its potential is
virtually limitless. It is important to put boundaries in place to control its harmful
use before it is too late. Secondly, it is already criminal to engage in certain types
of surveillance: interception by listening device and computer, and intimate
covert filming, in particular. It is anomalous to have no provision about tracking,
and very little about visual surveillance. The current law has not kept up with
the times. Our recommendations fill gaps in that law so as to make it consistent
and bring it up to date. Thirdly, we recommend later in this report that private
investigators be in no different position from other citizens: the current restraints
on them are unreasonable. Yet there have to be general provisions which control
how far they and other professions such as paparazzi photographers, and indeed
anyone, can go. Fourthly, four of the Australian states and territories have
moved in the direction of criminalising the types of surveillance with which we
are here concerned. They all do it in slightly different ways, but in all cases the
message is the same: that it is important to make a demonstration that there need
to be strong sanctions to control the most objectionable types of intrusion.
Our recommendations will bring us into line with those states.
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In what follows, we have been careful to confine our recommendations for the
creation of offences narrowly, and to catch only the most objectionable forms of
conduct. Other forms of intrusion which are not covered may still be redressable
by the civil law, under the Harassment Act 1997, and under the jurisdiction of
the Privacy Commissioner.

We thus believe the enactment of a Surveillance Devices Act will fill some
significant gaps in New Zealand law; consolidate all of the provisions
relating to unlawful surveillance in one Act; make clear that there is a right of
civil action for breaches of the criminal provisions; complement the Search and
Surveillance Bill; and bring New Zealand law more closely into line with
surveillance legislation in a number of Australian states and territories.

RECOMMENDATION

R1 A Surveillance Devices Act should be enacted providing for criminal offences
and a right of civil action in relation to the use of visual surveillance,
tracking and interception devices.

PRIMARY
CRIMINAL
OFFENCES

35

36

38

39
40

In this section we set out our recommendations for the primary offences
of carrying out certain forms of surveillance. Our recommendations for
related offences, such as disclosure of information obtained through surveillance,
appear in a later section of this chapter. Before discussing the detail of the
offences, we need to explain some decisions we have made about the overall
scope of the criminal provisions of the Act.

First, we recommend that the Act should be limited to surveillance conducted
using devices. As we discussed in our issues paper, there are a number of features
of surveillance by the use of devices that distinguish it from observation using
the unaided senses, and make it of particular concern. Surveillance devices
enhance the ordinary senses and thereby allow people to see, hear and monitor
others in ways that would not be possible otherwise; allow people to observe and
monitor others without the knowledge of those who are the subjects of
surveillance; and allow the actions and communications of others to be recorded.®
Recording, in turn, creates a permanent record of an event or communication,
which can then be analysed closely, combined with other information,
and disseminated widely. Recording also creates the danger that information can
be used and interpreted in ways that are removed from the original context and
therefore misleading.?® There are, in addition, pragmatic reasons for
recommending that the Act should be limited to surveillance using devices:
it makes it easier to identify clear boundaries for the offences, and it is easier to
prove that surveillance has taken place if a device is involved.*

New Zealand Law Commission Invasion of Privacy: Penalties and Remedies: Review of the Law of Privacy:
Stage 3 (NZLC 1P14, Wellington, 2009) 181-182 [Privacy Stage 3 issues paper].

Tbid, 202.
Tbid, 181.
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CHAPTER 3: A new Surveillance Devices Act

37 Secondly, we recommend that the offences should be specific rather than
generic. A generic approach would not distinguish between different types of
surveillance device. Instead, the terms “surveillance” and “surveillance device”
could be defined by statute, and surveillance by means of any surveillance device
could be prohibited in certain circumstances (most likely when it is conducted
covertly). A specific approach, by contrast, creates offences relating to particular
categories of surveillance device, such as visual surveillance devices or
interception devices.*! We indicated in our issues paper that we preferred the
specific approach, and this is the approach that we now recommend. The specific
approach is consistent with existing surveillance offences in New Zealand
(interception and intimate covert filming), with the Surveillance Devices Acts
in Australia, and with the Search and Surveillance Bill. As we have indicated
above, the criminal law needs to be as precise as possible, and to target conduct
that is particularly serious in its consequences. We believe it would be difficult,
if not impossible, to make offences precise and targeted under a generic approach.
A specific approach provides clearer parameters and greater certainty about the
conduct that would constitute an offence. We note, however, that the specific
approach runs the risk of being overtaken by developments in technology that
may lead to the creation of surveillance devices that do not fit within the
categories specified in the Act. It is therefore important to periodically
review whether changes in technology give rise to a need to amend the law.
In chapter 4 we recommend that the Privacy Commissioner should keep
developments in surveillance technology under review.

38 Thirdly, we recommend that the Act should deal with three categories of
surveillance device: visual surveillance devices, interception devices and tracking
devices. These are the three types of surveillance device covered by the
surveillance provisions in the Search and Surveillance Bill. They are also
broadly consistent with the categories in Surveillance Devices Acts in Australia.*?
We think they adequately cover the field of surveillance devices currently in use.

39 Fourthly, the criminal offences and civil actions we recommend should not be
inconsistent with the Search and Surveillance Bill currently before Parliament.
That Bill deals with surveillance by law enforcement agencies, and prescribes
when they must obtain warrants to engage in certain surveillance activities.
In all cases an officer lawfully acting under warrant, or other statutory
authorisation, is excluded from the offences we recommend. In some cases the
conduct constituting an offence is narrower than the activity for which a warrant
is required. Thus, in relation to visual surveillance, whereas a warrant is to be
necessary for a law enforcement officer to undertake surveillance of private
activity in any private premises, our recommended offence provisions are
confined to surveillance of the interior of a dwelling. Likewise, whereas under
the Bill a warrant will be required to undertake prolonged surveillance of the
curtilage of private premises, we do not recommend that any surveillance of
the curtilage of a dwelling be an offence. This is not to say that such surveillance
without a warrant will not fall foul of the civil law, the Harassment Act or the

41  1Ibid, 241-243.

42 The Australian statutes at the state and territory level deal with “listening devices” rather than the
broader category of “interception devices”, but interception of communications passing over a
telecommunications system is covered by the Telecommunications (Interception and Access) Act 1979
(Cth). Some Australian Acts also include a category of “data surveillance devices”.
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Privacy Act: it is just that we have not gone to the length of recommending that
it be an offence. The non-correspondence of the two sets of provisions is not an
inconsistency. Likewise, law enforcement officers validly acting under a warrant
or other statutory authorisation would not be liable to civil action under the
Surveillance Devices Act. The civil actions we recommend mirror the offences.
These immunities from criminal and civil liability for law enforcement officers
are reinforced by clauses 158 to 161 of the Search and Surveillance Bill.

Data surveillance

310 In contrast to some Australian surveillance device statutes, we do not recommend
the inclusion in the Surveillance Devices Act of “data surveillance devices”
as a category of surveillance device, or of specific offences relating to data
surveillance.* “Data surveillance device” is defined in the Surveillance Devices
Act 2007 (NSW) as meaning “any device or program capable of being used
to record or monitor the input of information into or output of information
from a computer, but does not include an optical surveillance device”.*
It appears to us that specific data surveillance offences are not needed in
New Zealand, because they will already be covered in one of three ways:
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If a private electronic communication, such as an email, is intercepted by
means of an interception device while the communication is taking place or
is in transit, an interception offence will be committed.*

If spyware is installed on a computer without authorisation, this is likely
to constitute the offence of damaging or interfering with a computer system,
and could also involve accessing a computer without authorisation.*®

If a person gains access to data on a computer by “hacking” into the computer,
this will be a computer misuse offence: either accessing a computer system
for a dishonest purpose or accessing a computer system without authorisation.*”

311 However, while we do not recommend the creation of new data surveillance
offences, we have not looked in detail at the adequacy of existing laws to deal
with covert surveillance of the input of data to or output of data from a
computer, or covert access to data stored on a computer. In our issues paper,
we asked a question about the adequacy of the existing computer misuse offences
to deal with matters such as the use of spyware, and about whether a review of
these offences is required. There was little evidence of dissatisfaction with the
current law in the submissions we received, and only a few submissions
supported a review of the law. Nonetheless, we think the adequacy of existing
law (including, but not limited to, the computer misuse and interception offences)

43  Surveillance Devices Act 2007 (NSW), s 10; Surveillance Devices Act 1999 (Vic), s 9; Surveillance
Devices Act 2007 (NT), s 14. The data surveillance device offences in the Victorian and Northern
Territory statutes apply only to law enforcement officers.

44 Surveillance Devices Act 2007 (NSW), s 4(1). There are similar definitions in the Victorian and
Northern Territory Surveillance Devices Acts.

45  Crimes Act 1961, ss 216A, 216B.
46  Ibid, ss 250, 252; see discussion in Privacy Stage 3 issues paper, above n 38, 213, 233-234.
47  Crimes Act 1961, ss 249, 252.
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to deal with covert data surveillance should be reviewed.*® Although the computer
crimes were enacted and the interception offences amended relatively recently
(in 2003), technology is developing rapidly. We therefore recommend that the
review should take place within the next few years, and should involve experts
in computing and computer security. We believe it is not necessary to wait for
the review of data surveillance to take place before enacting the proposed
Surveillance Devices Act. This is because there are already protections in place
for data surveillance, while the Act which we recommend addresses areas
where the current law does not provide adequate protection. Nor have we
been made aware that the current law on data surveillance is causing serious
practical problems.

312 The review of data surveillance should include consideration of whether
interception of non-verbal electronic communications should be treated
differently from interception of oral communications, an issue which we raise
in the section on interception below. It should also consider the issue, which was
discussed in our issues paper, of “skimming” of data from Radio-Frequency
Identification (RFID) chips.* If the existing legal framework is found to be
adequate, the review could consider other strategies for dealing with spyware
and related problems. Such strategies could include technical measures and
public education.>°

313 We considered the option of including the existing computer misuse offences,
which are currently in the Crimes Act,*’ in the new Surveillance Devices Act.
As we have just indicated, these offences help to provide protection against
covert data surveillance. Despite this, we do not think that they would fit
naturally into the new Act. There are differing views on the extent to which
anti-hacking laws are primarily intended to protect against invasion of privacy
and loss of control over information, as opposed to protecting the integrity of
computer systems.*? Clearly, however, they are not directed solely at dealing with
data surveillance, and this is even more true of the offence of damaging or
interfering with a computer system. The computer misuse offences are currently
located within the part of the Crimes Act dealing with crimes against rights of
property, rather than crimes against personal privacy. Moreover, these offences
do not necessarily involve the use of a device that is separate from the computer
in question: they can be committed by direct access to a computer terminal.
They would therefore sit awkwardly within a statute based on use of surveillance
devices. We recommend that they should stay within the Crimes Act.

48  The Australian Government conducted such a review, focusing on spyware, in 2004-2005: Australian
Government Outcome of the Review of the Legislative Framework on Spyware (Department of
Communications, Information Technology and the Arts, 2005); Australian Government Spyware
Discussion Paper (Department of Communications, Information Technology and the Arts, 2005)
[Australian Government Spyware Discussion Paper].

49  Privacy Stage 3 issues paper, above n 38, 254.

50  See Australian Government Spyware Discussion Paper, above n 48; Australian Government Taking Care
of Spyware (Department of Communications, Information Technology and the Arts, 2005).

51  Crimes Act 1961, ss 248-254.

52 Neil MacEwan “The Computer Misuse Act 1990: Lessons from its Past and Predictions for its Future”
[2008] Crim LR 955, 956-957. The Law Commission said that computer misuse offences should protect
both information and systems: New Zealand Law Commission Computer Misuse (NZLC R54, Wellington,
1999) 13-14.
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3.14  One consequence of this is that the civil remedy which we recommend should
form part of the Surveillance Devices Act will not be available in relation to
computer crimes. The Law Commission considered in our Electronic Commerce
project the possibility of creating a statutory tort that would provide a right of
action against a person who had breached criminal legislation dealing with
computer misuse, and had thereby caused loss or obtained a benefit.*?
We did not recommend the creation of such a tort at that time, but did not
rule it out as an option for the future.”* The Law and Order Committee,
when reporting on the Bill that introduced the computer misuse offences,
rejected a suggestion that civil remedies for computer misuse should be included
in the Bill.>> We recommend that the question of a civil remedy for computer
misuse should be revisited whenever the computer misuse offences come under
review. The civil remedy issue could form part of the review of data surveillance
that we are recommending.

315 We also note that at present the computer crimes provisions of the Crimes Act
do not make it an offence to disclose information that was obtained by committing
a computer misuse offence. This seems anomalous, given that there are offences
for disclosing information obtained in breach of the interception and intimate
covert filming provisions of the Crimes Act. Later in this chapter we recommend
that the Surveillance Devices Act should make it an offence to disclose
information obtained in contravention of the criminal provisions of the Act.
We believe there should be a similar provision in relation to computer misuse
offences in the Crimes Act, and recommend that the inclusion of a disclosure offence
should be considered when the computer misuse offences are next reviewed.
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316 Finally, while we do not recommend the inclusion of data surveillance offences
in the Surveillance Devices Act at present, we note that one outcome of the
review of the adequacy of existing law to deal with covert data surveillance could
be an amendment to the Act to include data surveillance offences at some time
in the future.

RECOMMENDATION

R2  The Surveillance Devices Act should not include “data surveillance devices”
as a category of surveillance device, specific data surveillance offences,
or the computer misuse offences currently in the Crimes Act.

RECOMMENDATION

R3  The adequacy of existing law to deal with the following should be reviewed:
covert surveillance of input of data to or output of data from a computer,
and covert access to data stored on a computer. (See also R11.)

53 New Zealand Law Commission Electronic Commerce: Part Two: A Basic Legal Framework
(NZLC R58, Wellington, 1999) 98-101.

54 New Zealand Law Commission Electronic Commerce: Part Three: Remaining Issues
(NZLC R68, Wellington, 2000) 34-35.

55  Law and Order Committee “Crimes Amendment Bill (No 6) and Supplementary Order Paper No 85”
(2001) 19.
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RECOMMENDATION

R4  When the computer misuse offences in the Crimes Act are next reviewed,
consideration should be given to the issues of civil remedies for computer
misuse and whether it should be an offence to disclose information obtained
in contravention of the computer misuse offences.

Trespass to install a visual surveillance device or interception device

317 We recommend the creation of a new offence of intentionally installing a
visual surveillance device or interception device on or within private land,
premises or a vehicle, where the installation involves a trespass onto or into the
land, premises or vehicle.

318 Some of the worst cases of surveillance involve trespassing in order to install
visual surveillance or interception devices. Consider the following scenarios:

A secretly installs an audio recorder, connected to the telephone system,
in the house of B, his ex-partner. The recorder activates automatically when
the receiver of the phone is lifted, and records B’s telephone conversations.>®

C installs hidden cameras in the bedroom of his ex-partner, D, and uses them
to film D.%"

E, a journalist, installs a hidden audio recording device in the car of F,
a celebrity. E can activate the device in order to record F’s conversations.

G covertly installs a camera in the board room of Company X, in order
to obtain intelligence about Company X’s activities for the benefit of one of
its competitors.

319 Two things are particularly objectionable about scenarios such as these.
First, trespass is in itself an intrusion into privacy and an interference with
property rights. It is a violation of people’s right to control access to their private
property and to preserve a space in which they can legitimately be free from
unwanted intrusions. Secondly, installing a surveillance device allows
surveillance and invasion of privacy to continue long after the trespass is over.
Both of these features, we believe, would give rise to strong feelings of violation
and hurt on the part of a person who discovers that he or she has been subject
to surveillance by means of a visual surveillance or interception device installed
on private property.

320 There are a number of existing criminal provisions relating to trespass to land
and vehicles, but most have some shortcomings in terms of their ability to deal
with trespass to install a surveillance device:

Criminal trespass under the Trespass Act 1980 applies only after a person
has been warned to leave or stay off a property.*® It is therefore not suited to
dealing with trespass that takes place without the knowledge of the occupier

56  Based on the facts of R v Stephens (14 July 1997) CA 156/97 Blanchard J.

57  Based on the alleged facts of Police v Wright (28 October 2008) DC AK CRI-2008-004-004596
Judge Aitken. Note however that in this case the defendant was not convicted of a charge of intimate
covert filming.

58  Trespass Act 1980, ss 3, 4.
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of the property, as will generally be the case with trespass done in order to
install a covert surveillance device.

There are also offences of being found on property without reasonable excuse,
being found loitering at night on land on which a dwelling house is situated,
and trespass on a ship.” These offences suffer similar defects with regard to
the covert installation of surveillance devices to the offences under the
Trespass Act: the person must be found on the property or, in the case of
trespass on a ship, must have been warned to leave the ship.

In some cases, entering a property, without authority, to install a surveillance
device could constitute burglary, but only if the entry is to a building
(which includes an enclosed yard) or ship and is done with the intent of
committing a crime.% Installing a surveillance device is not itself a crime,
so this offence would only apply if it could be shown that the entry and the
installation of the surveillance device were for the purpose of committing
another offence, such as intercepting a private communication or making an
intimate visual recording.

Entering or interfering with a vehicle in order to install a surveillance device
could constitute the offence of conversion of a vehicle.5!
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321 These existing provisions provide only partial coverage for situations in which
a person goes onto property without authority in order to install a surveillance
device. Furthermore, we think there is a strong case for having a specific offence
that deals with trespass for the purpose of installing a surveillance device,
in order to clearly indicate that this is unacceptable and to provide penalties that
are appropriate to the seriousness of the offence. There is also a civil remedy
available in the tort of trespass, but we think the type of trespass covered by our
proposed new offence is sufficiently serious that it should be criminalised.

322 There are two main elements to the proposed new offence. First, there must be
entry to property without the consent of the lawful occupier, or the person
having lawful control or possession in the case of a vehicle. In other words,
there must be a trespass. The offence could be committed regardless of whether
or not the person is actually found on the property, and regardless of
whether or not the person has been warned off the property. Trespass is not
a narrow concept. It is also committed when a person who has a licence to enter
property for a limited purpose uses the entry for another purpose to which the
occupier would not have consented had he or she known of it.®? Thus, the offence
we are recommending would be committed when a person gains entry to a
property under false pretences: for example, by pretending to be a tradesperson
who is there to install or fix something other than a surveillance device. Likewise,
the offence would be committed by a person who is admitted by the occupier for
a legitimate purpose, but who also has a second, undisclosed, purpose of installing
a device: the real plumber, for example, who is called by the occupier to fix a

59  Summary Offences Act 1981, ss 29, 30(1)(b), 31.
60  Crimes Act 1961, s 231.
61  1Ibid, s 226(2).

62  TV3 Network Services Ltd v Fahey [1999] 2 NZLR 129, 135; TV3 Network Services Ltd v Broadcasting
Standards Authority [1995] 2 NZLR 720, 732.
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water cylinder, but who is also secretly employed by a private investigator to bug
the premises. It would be desirable to define “trespass” in the legislation to
clearly capture cases like this.

323 Secondly, there must be installation of a visual surveillance device or interception
device by means of such entry. The offence is committed even if there is no
evidence that the surveillance device has in fact been used to carry out visual
surveillance or interception. On the other hand, if there is trespass and use of
a surveillance device but no installation, this offence is not committed,
although another may be.®® So, for example, the offence would not be
committed if a person entered a house when the occupants were not there
and filmed inside the house, or if someone gained admission to a property and
recorded there using a camera or microphone concealed on his or her person.
While such actions may well constitute significant invasions of privacy,
and may be covered by another offence or civil remedy, we think the
trespass-based offence should only cover installation of a device. This is because
installation allows the surveillance, and therefore the harm, to continue after
the person leaves the property. In addition, where a hidden camera or microphone
is carried by someone who gains entry by deception, the subject of the surveillance
is at least aware of the other person’s presence and is able to modify his or her
behaviour accordingly.

324 We do not think there should be any defences relating to the public interest or
to protection of private interests. There are times when it is legitimate to install
a visual surveillance or interception device on private property in order to
investigate crime or serious wrongdoing. However, the intrusion on privacy
constituted by installing such devices is such that it should only occur with the
consent of the lawful occupier or in accordance with a warrant or an emergency
warrantless power.

325 The fact that a surveillance device can be installed on private property with
the consent of the lawful occupier, or the possessor or controller of a vehicle,
means that the offence will not apply to various situations, such as:

installation of security cameras in a home or business to protect people
or property;

installation of hidden cameras by an employer in a workplace to detect theft
by an employee; or

installation of cameras in a property by a television company, with the consent
of the occupier, as part of a “hidden camera” trial of tradespeople for
a consumer affairs programme.

We think it is appropriate that situations such as these should be excluded from
the criminal offence, and we note that such situations will still be covered by
other laws such as the Privacy Act, the Broadcasting Act, or employment law.
People are entitled to install surveillance devices on property they own or occupy,
or to agree to the installation of such devices, even if the devices are used to film

63 Depending on the circumstances, another surveillance device offence may be committed:
visual surveillance of the interior of a dwelling (a proposed new offence discussed below),
or interception of a private communication.
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others covertly. Consideration may need to be given to how “occupier”
should be defined, and to how the offence should apply to property with
multiple occupiers.®

326 We recommend that this offence should not apply to the installation of tracking
devices. The scope of the tracking device offence which we recommend below
is such that, where a tracking device is installed on a vehicle, it must be without
the consent of the person having lawful possession or control of the vehicle for
the offence to be committed. Thus, there is no need for the offence discussed in
this section to apply to tracking devices.

RECOMMENDATION

R5  The Surveillance Devices Act should include an offence of intentionally installing
a visual surveillance device or interception device on or within private land,
premises or a vehicle, where the installation involves a trespass onto or into
the land, premises or vehicle. There should be exceptions to this offence for
law enforcement agencies acting in accordance with a warrant or emergency
warrantless power and for intelligence organisations acting in accordance
with their statutory powers.
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Visual surveillance

327 We did not receive a great deal of comment in submissions about reforms to
the criminal law relating to visual surveillance. Our recommendations are,
however, broadly consistent with the submission of the New Zealand Law
Society, which supported a new visual surveillance device offence in principle,
but said that any new visual surveillance offences should be tightly circumscribed
and limited to cases of trespass. We have recommended a new trespass-based
offence above, and in this section we recommend another new offence which,
while not based on trespass, is limited to private dwellings.

328 Visual surveillance devices for the purposes of the Surveillance Devices Act
should mean devices capable of being used to watch or record visually,
apart from devices such as spectacles used to correct subnormal vision to normal
levels. Visual surveillance devices include binoculars, telescopes, and cameras
capable of recording still or moving images (including cameras that are part of
multi-function devices such as cellphones).

329 At present, the only visual surveillance device offences are those relating to
intimate covert filming. We recommend that the intimate covert filming offences
should be included in the Surveillance Devices Act, along with a new offence of
visual surveillance of a private dwelling.

64  The question of consent in the case of private premises with multiple occupants is discussed in
Law Reform Commission of Hong Kong Privacy: The Regulation of Covert Surveillance: Report
(Hong Kong, 2006) 12-14 [The Regulation of Covert Surveillance LRC Hong Kong).
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Visual surveillance in public places

330 We discussed the criminal law’s treatment of visual surveillance in public places
in our issues paper, and asked whether the criminal law dealing with intrusive
visual surveillance in public should be reformed in any way.® There was little
support in submissions for any extension of the criminal law’s coverage of visual
surveillance in public places. Currently, the types of intimate covert filming
known as “up-skirting” and “down-blousing” are criminal offences regardless
of where they take place,®® as is visual recording by a private investigator without
consent.’” In some circumstances, visual surveillance may constitute offensive
behaviour in a public place.®®

331 With the exception of “up-skirting” and “down-blousing”, we think visual
surveillance in public will very rarely, if ever, be so offensive that it should be a
criminal offence. We do not think it is possible to frame a new criminal offence
for these rare instances without running the risk of catching conduct that
should not be criminalised, including filming and photography by the media.
While not well-suited to dealing with covert surveillance,® the offence of
offensive behaviour in a public place may sometimes be capable of being used to
prosecute particularly offensive visual surveillance. The Privacy Act and the
Harassment Act will also provide remedies for visual surveillance in public that
breaches the privacy principles or constitutes harassment. We do not, therefore,
recommend any change to the existing criminal law as it applies to visual
surveillance in public places.

Intimate covert filming

332 The provisions in the Crimes Act dealing with intimate visual recordings™
should be removed from that Act and placed in the Surveillance Devices Act.
We do not recommend any substantive changes to those provisions.
We noted in our issues paper a possible ambiguity about the wording of the
“up-skirting” offence,” and the relevant wording could be amended to address
this when the provision is included in the new Act.

RECOMMENDATION

R6  The sections of the Crimes Act dealing with intimate visual recordings should
be removed from that Act and included in the new Surveillance Devices Act.

65  Privacy Stage 3 issues paper, above n 38, 208-209, 245-246.
66  Crimes Act 1961, ss 216G(1)(b), 216H.

67  Private Investigators and Security Guards Act 1974, s 52. See further discussion of restrictions on
surveillance by private investigators in chapter 6.

68  Summary Offences Act 1981, s 4(1)(a).

69  Privacy Stage 3 issues paper, above n 38, 245.

70  Crimes Act 1961, ss 216G-216N.

71  Privacy Stage 3 issues paper, above n 38, 246, discussing the wording of s 216G(1) (b).
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Visual surveillance of a private dwelling

333 We recommend the creation of a new offence of using a visual surveillance device
to observe or record the interior of a dwelling with the intention of observing, recording
or monitoring the people who reside there, knowing that such observation or
recording is done without the consent (express or implied) of the lawful occupiers
of the dwelling. As we discuss below, the term “dwelling” is intended to be wider
than “dwelling house” or “home”.

334 The following scenarios illustrate the kinds of situations that would be covered
by this offence:

The marriage of a prominent political figure is rumoured to be ending.
Using a long-lens camera, a newspaper photographer takes pictures of him
and his wife eating a meal together in their house, and the photographs
are published.™

A well-known actor is recovering in hospital from a serious head injury.
Newspaper journalists enter his room without permission and photograph
him while he is in a confused state. The photographs are published.”™
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A private investigator, seeking evidence for use in a Family Court case, enters
the home of H while she is not there and films the interior of the house.™

The same private investigator is admitted to H’s house under a false
pretence and uses a camera concealed on his person to film H’s interactions
with her children.

The offence would cover a person standing outside the dwelling and using a
visual surveillance device to look into the interior; a person installing a visual
surveillance device within the dwelling and using it to observe or record the
interior; and a person carrying a camera into the dwelling and using it to record
the interior.

335 This offence protects the right of people to be free from observation that goes
beyond what can be seen with the naked eye, and to be free from visual recording,
in their homes and other places where they reside and have a reasonable
expectation of privacy. The law has long recognised the special place of the home
as a private space and a place of refuge from the outside world, and the home is
specifically linked to the right to privacy in international human rights
instruments.” The right of people to be left alone and to be free from unwanted

72  Based loosely on an incident discussed on “Media 77, TVNZ 7, 16 July 2009. In that incident,
the photograph was of a couple eating a meal on the balcony of their home, rather than inside the house,
and the newspaper did not publish the photograph.

73 Based on the facts of Kaye v Robertson [1991] FSR 62.

74 Based on conduct described in Hank Schouten “007 Spy Sting in Marital Bust-up” (24 May 2005)
Dominion Post Wellington 1; “Bogus Spy Operation Costs Employee $70k” Cresseylaw.co.nz Newsletter
(July 2005).

75  Universal Declaration of Human Rights, art 12, and International Covenant on Civil and Political Rights,
art 17, both state that people should be protected from interference with “privacy, family,
home or correspondence”. Justice Eady discussed the importance of privacy in the home in McKennitt
v Ash [2005] EWHC 3003 (QB), paras 135-137, stating at para 137: “People feel, and are entitled to feel,
free in their homes to speak unguardedly and with less inhibition than in public places.
Accordingly, it will be rare indeed that the public interest will justify encroaching upon such goings
on.” See further Daniel Watterson “Privacy in the Home: A Critical Evaluation of Existing Protections”
(LLB(Hons) Research Paper, Victoria University of Wellington, 2007).
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intrusions in their homes does not extend to a right not to be observed
casually by passers-by or by neighbours who are able to see into parts of a house.
The law does, however, provide some protection against prolonged watching
by making peeping and peering into a dwelling house at night an offence,
and by making watching a person in that person’s place of residence a
“specified act” for the purposes of the Harassment Act. In our view,
using a visual surveillance device to observe, record or monitor a person in his
or her home is a serious interference with that person’s right to privacy.
The use of devices allows activities and objects to be focused on in close detail,
and allows a record to be made of activities taking place in the home.
This is quite different from casual observation with the naked eye. We think it
is sufficiently intrusive that it should be covered by the criminal law.

336 In describing the new offence, we have used the term “dwelling” (rather than
“house”, “dwelling house” or “home”) in order to indicate that the category of
place we are talking about is not restricted to houses but is not so broad as to
include all private premises. We think that the offence should apply to visual
surveillance of the interior of any place in which a person lives, including places
where a person lives temporarily, and in which a person has a reasonable
expectation of privacy. The fact that such places often have multiple residents
does not diminish the residents’ reasonable expectations of privacy with
respect to surveillance by non-residents. Dwellings are generally places
within which people would be expected to sleep, bathe, and engage in other
activities that would not normally be conducted in public. The places we have
in mind include:

private houses or apartments;
rooms in hotels, motels, guesthouses, hostels, and similar places;

rooms in homeless shelters, safe houses for survivors of domestic abuse,
or other places of shelter or refuge;

all buildings that form part of a marae (but not the open ground within the
boundary of the marae);

those parts of hospitals, nursing homes, hospices or similar places in which
people reside and have sleeping accommodation, or receive treatment; and

vehicles that are also places of residence, such as campervans or boats with
sleeping quarters.

On the other hand, “dwelling” does not include private premises such as shops,
offices or schools, or those parts of places such as hotels or hospitals that are not
used for residential purposes (or treatment purposes in the case of hospitals).
How the Act should provide for the coverage we have just described is a drafting
issue, but we suggest that the Act could provide a definition of “dwelling”
or another suitable term."®

76  See, for example, the definition of “residential premises” in Regulation of Investigatory Powers Act
2000 (UK), s 48(1) and 48(7) (b); definition of “dwelling” in Law Reform Commission of Ireland Report
on Privacy: Surveillance and the Interception of Communications (LRC 57, Dublin, 1998) 120 [Report on
Privacy LRC 57, Dublin, 1998]; definition of “private premises” in The Regulation of Covert Surveillance
LRC Hong Kong, above n 64, 9.

34



- =%

337 We recommend that the offence should not apply to visual surveillance of the
curtilage of a dwelling, such as a yard, garden or deck. The expectation of privacy
outside the walls of a dwelling is lower than within it, and not so high as to
justify criminal charges for infringing it. While some people have high fences
around their sections and could be considered to have a reasonable expectation
of privacy behind their fences, it seems wrong that they should enjoy
the protection of the criminal law while those without fences do not.
We also note that, depending on the circumstances, remedies for visual
surveillance of yards may be available under the tort of nuisance, or under the
Privacy Act or the Harassment Act (especially if those Acts are amended in ways
which we propose in chapters 4 and 5).

338 The offence requires that the visual surveillance be of the interior of a dwelling.
It would not be an offence to photograph or film the exterior of a house,
even if people can, incidentally, be seen inside the house. The focus of any
observation or recording with a visual surveillance device from outside must be
on the interior of the dwelling. We do not think this distinction will be difficult
to make in practice, although there may be some borderline cases in which the
courts will have to judge whether the focus was on the interior or the exterior.
The problem does not arise if the visual surveillance device is located within
the dwelling.
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339 The fact that the visual surveillance must be undertaken with the intention of
observing, recording or monitoring the residents of the dwelling also acts as a
control on the scope of the offence. A person who photographs a house
because of an interest in architectural history will not have such an intention.
Nor would something like Google Street View be caught by the offence:
Street View focuses on the exterior of buildings, and neither Google nor its
photographers are acting with the intention of observing, recording or monitoring
the residents.”” No offence will be committed, either, if the interior of a dwelling
is filmed at a time when no one is ordinarily resident there: when a house is for
sale and unoccupied, or a motel room is unlet, for example.

340 There is no requirement in the offence that the visual surveillance must involve
observation or recording of “private activity”, however that term might be
defined. Filming a person who is standing in plain view by the windows of his
or her house would be an offence, so long as the focus is on the interior of the
house and the filming is for the purpose of observing, recording or monitoring
the residents. Nor is it necessary that the residents should actually be seen or
recorded, or even that they are in the dwelling at the relevant time (so long as
there are people ordinarily resident there). For example, the interior of the
dwelling could be filmed while the residents are absent in order to discover
information about them, or a camera could be left filming continuously in the
hope that it will capture images of the residents. The surveillance must be
conducted with the intention of observing, recording, or monitoring the residents;
whether or not they are actually observed or recorded, and whether or not
private information about them is obtained by means of the surveillance,

77  Google Street View, which has been introduced in New Zealand, is an online service that provides
360-degree views of cities from street level: see discussion in New Zealand Law Commission Privacy:
Concepts and Issues: Review of the Law of Privacy: Stage 1 (NZLC SP19, Wellington, 2008) 133.
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is not relevant to determining if the offence has been committed. The extent of
the intrusion into the residents’ private lives can be reflected in sentencing,
and in any civil remedies that may be awarded.

341 The offence will not be committed if the surveillance was undertaken with
the express or implied consent of the lawful occupiers of the dwelling.
Consideration will need to be given to whether the statute should include
provisions specifying who is able to give consent in the case of dwellings with
multiple occupants, and in the case of buildings such as hospitals where the
controlling authority may be able to give consent without the consent of every
occupant being required.

342 It should be a defence to this visual surveillance offence that the accused believed,
on reasonable grounds, that at the material time the particular part of the
dwelling that was subject to surveillance using a visual surveillance device was
being used primarily as a place of work or business. It is not uncommon for parts
of a dwelling to be used as a place of work or business: for example, a counsellor
might have an office at home and see clients there. As we discuss in chapter 6,
we do not propose any new statutory provisions to cover workplace surveillance,
and we do not think the situation should be any different if a workplace happens
to be located within a dwelling. There are also public interest considerations in
relation to surveillance (particularly filming by the media) in workplaces and
businesses that do not apply to dwellings.

343 We have considered whether there should be a general public interest defence.
Given the narrowness of the offence we are recommending and the high level
of privacy that people legitimately expect in homes and other dwellings,
we have concluded that the defence should be limited to certain types of public
interest that are proportionate to the level of intrusiveness involved in visual
surveillance of the interior of a dwelling. We propose that it should be a
defence that the accused believed, on reasonable grounds, that the surveillance
was necessary:

(a) for the protection of the health or safety of any person, or for the protection
of public health or safety; or

(b) to provide evidence that an offence had been or was being committed
or planned;

and that the surveillance was no more extensive than reasonably necessary for
those purposes.

344 One example of the kinds of visual surveillance to which the “protection of
health or safety” defence would apply is filming in nursing homes or hospitals
in order to expose poor conditions or mistreatment of residents or patients.
There have been a number of incidents in New Zealand and overseas in which
covert filming or photographing of nursing home residents has been undertaken
by the media or others for this purpose.” We believe the protection of health or

78  For some examples see “Resthome Inquiry Sparks Privacy Complaints” (18 November 2009)
New Zealand Herald Auckland www.nzherald.co.nz (accessed 18 November 2009); “Family of Woman
Tied up Defend Rest Home” (18 November 2009) Dominion Post Wellington www.stuff.co.nz
(accessed 18 November 2009); John Plunkett “Nurse Who Secretly Filmed for Panorama is Struck Off
Register” (16 April 2009) Guardian www.guardian.co.uk (accessed 14 December 2009);
BKM Ltd v British Broadcasting Corporation [2009] EWHC 3151 (Ch) Mann J.
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safety defence would cover such situations, so long as there were reasonable
grounds for undertaking the visual surveillance and the surveillance was no
more extensive than reasonably necessary for the purpose.

345 There should be an exception to the offence for law enforcement officers
acting in accordance with a warrant or emergency warrantless power,

and further exceptions for law enforcement and intelligence agencies may also
be needed.

RECOMMENDATION

R7  The Surveillance Devices Act should include an offence of using a visual
surveillance device to observe or record the interior of a dwelling with the
intention of observing, recording or monitoring the people who reside there,
knowing that such observation or recording is done without the consent
(express or implied) of the lawful occupiers of the dwelling. In addition to
appropriate exceptions for law enforcement and intelligence agencies,
the following defences should be available:

That the accused believed, on reasonable grounds, that at the material time
the particular part of the dwelling that was subject to surveillance using a
visual surveillance device was being used primarily as a place of work
or business.
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That the accused believed, on reasonable grounds, that the surveillance

was necessary:

(a) for the protection of the health or safety of any person, or for the
protection of public health or safety; or

(b) to provide evidence that an offence had been or was being committed
or planned;

and that the surveillance was no more extensive than reasonably necessary
for those purposes.

Tracking

346 There are currently no tracking device offences in New Zealand, although there
are provisions relating to warrants for the use of tracking devices in existing law
and in the Search and Surveillance Bill.”

347 The New Zealand Law Society and the Office of the Privacy Commissioner,
as well as two individual submitters, supported the creation of a new offence
targeting the covert use of tracking devices. The New Zealand Law Society
commented that technology was moving fast in this area, and that tracking device
offences had been introduced in Australia. Fairfax and Business New Zealand
opposed the creation of a new offence, Business New Zealand commenting that
tracking devices had legitimate commercial uses.

79  Summary Proceedings Act 1957, ss 200A-200P; Search and Surveillance Bill 2009, no 45-1,
cls 42(b), 44-56.
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348 We believe that the Surveillance Devices Act should criminalise certain uses of
tracking devices. By tracking devices, we mean devices capable of being used to
determine the geographical location of a person or object. We recommend the
creation of a new offence of knowingly installing, using or maintaining a
tracking device to determine the geographical location of a person or thing,
knowing that the device is installed, used or maintained without the consent of the
person, or of the person having lawful possession or control of the thing.

349 The new offence would cover scenarios such as these:

I keeps finding her ex-partner, J, turning up nearby when she is out in
public, even though he should have no way of knowing where she is.
The Police investigate and find a cellphone with a GPS (Global Positioning
System) under the dashboard of her car. The phone not only allows J to
record I’s conversations in the car, but also allows him to know where
the car is.%°

K suspects that her husband, L, is having an affair. She employs a private
investigator, who secretly installs software on L’s GPS-equipped cellphone,
which allows the investigator to view the phone’s location via an online
mapping service.®!

350 It is not an offence to track people by physically following them,
although depending on the circumstances this could constitute offensive
behaviour in a public place, intimidation or criminal harassment.
We think tracking people by means of devices is qualitatively different from
tracking them in person for several reasons. First, where a hidden tracking
device is used, the person being tracked is unable to take any protective measures.
While some very skilled individuals may be able to follow a person without being
detected, most people probably cannot do so for a prolonged period of time.
Secondly, devices allow people to be tracked much more easily than physical
following and greatly increase the scope of tracking, allowing it to occur
anywhere and at any time. Thirdly, modern tracking devices produce digitised
information that can be stored, transferred, analysed and combined with other
data very easily.

351 Covert tracking robs people of the ability to choose whether or not others know
where they are at a particular time. It can reveal very private information:
that a person visited an abortion clinic or a gay bar for example.
(We recognise that levels of accuracy and precision of tracking devices vary,
but the trend is towards ever-more precise information about the location of a
person or thing.) In the most serious cases, being tracked may make people
feel insecure, or may genuinely threaten their safety if it is done by a violent
ex-partner, for example. We consider, therefore, that use of tracking devices to
track people without their knowledge or consent is a sufficiently serious
interference with their privacy, autonomy and security that it should generally
be prohibited.

80  Based on a real incident in the United States: Marie Tessier “Hi-Tech Stalking Devices Extend Abusers’
Reach” (1 October 2006) Women’s ENews www.womensenews.com (accessed 30 October 2009).

81  See Mark Russell “Warning on Mobile Phone Tracking” (8 March 2009) The Age Melbourne
www.theage.com.au (accessed 11 March 2009).
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352 At the same time, we recognise that there are many legitimate and beneficial
uses of tracking devices. Moreover, spatial information has been recognised as
having significant economic utility and potential to contribute to productivity
gains.®? Some of the legitimate uses of tracking devices would be covered by the
defence discussed below, while others are covered by the way in which
the proposed offence has been framed. The following situations would not be
caught by the offence:

A waste management firm installs GPS devices in its vehicles in order to
better manage the productivity of its drivers and the use of its trucks.
This would not be an offence because the company is the lawful owner of the
trucks. It should also have notified its employees that the vehicles are tracked.
So long as the tracking of vehicles is spelled out in workers’ employment
agreements or otherwise made clear to them when they commence work with
the firm, they would probably be considered to have consented to the tracking.

A company uses a device attached to its products to track their progress
through the supply chain, from the factory through distribution networks to
retail outlets. This would not be an offence because the company and its
distribution agents are lawfully in possession or control of the products until
they reach their final destinations.
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M’s laptop computer is equipped with software which, when activated,
can transmit information about the location at which the computer is
connected to the internet.’®* When the laptop is stolen, M is able to pass this
information on to the Police, who use it to catch the thief. It would not be an
offence to track the laptop in this way, because the thief is in possession of
the computer unlawfully.

N is signed up to a service that allows N and her friends to share their
locations with each other via their mobile phones. People must sign up to be
part of the service, and can switch it on or off at any time. N is not committing
an offence by tracking the movements of her friends, because they have
consented to be part of the service.

Some of these situations could involve privacy issues, but the privacy
issues in such cases are appropriately covered by the Privacy Act.
For example, where employees are tracked they should be notified that
information about their movements is being collected, and the collection of
information about employees by means of tracking devices should not intrude
unreasonably into their personal affairs.?*

353 We should also emphasise that, although the offence includes tracking things as
well as tracking people, tracking things is only of concern because it can allow
the people associated with those things to be tracked. We do not think the
proposed offence would interfere with the tracking of commercial goods or
livestock, for example, because such tracking would be done by or with the
consent of the lawful owner. Nor would the offence apply to the tracking of wild

82  ACIL Tasman Spatial Information in the New Zealand Economy: Realising Productivity Gains
(report prepared for Land Information New Zealand, Department of Conservation and Ministry of
Economic Development, 2009).

83  Rhodri Marsden “Tracking the Technology Thieves” (4 November 2009) New Zealand Herald Auckland
www.nzherald.co.nz (accessed 5 November 2009).

84  Privacy Act 1993, s 6, information privacy principles 3 and 4.
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animals that have no owners. If it is considered necessary to make clear that the
offence is concerned with the tracking of people, it could specifically provide that
using a tracking device to determine the location of a thing is only an offence if
it is done for the purpose of determining the location of a person.

354 As we have already said, the offence would not apply to tracking done with the
consent of the person concerned, or of the person having lawful possession or
control of the thing concerned. Tracking would be permitted by law enforcement
officers acting under warrant or an emergency warrantless power,
and an exemption might also be needed for the intelligence organisations.
In addition, we think that it should be a defence to the tracking device offence
that the use of the tracking device was necessary for the protection of the health,
safety or wellbeing of any person, or for the protection of public health or safety,
and was no more extensive than reasonably necessary for those purposes.
This defence would cover situations such as:*

Use of tracking devices to monitor the movements of dementia patients,
to make sure they do not wander off and get lost.

Use by parents or guardians of tracking devices to monitor the location of
their children when they leave the house.

A hospital using radio frequency identification chips to track the movements
of patients within the hospital.

Once again, situations such as these may raise issues under the Privacy Act,
but should not be covered by criminal offences in our view. We think a general
defence as outlined above should be sufficient, but more specific exceptions could
be included in the Act if considered necessary.

RECOMMENDATION

R8  The Surveillance Devices Act should include an offence of knowingly installing,
using or maintaining a tracking device to determine the geographical location
of a person or thing, knowing that the device is installed, used or maintained
without the consent of the person, or of the person having lawful possession
or control of the thing. In addition to appropriate exceptions for law
enforcement and intelligence agencies, it should be a defence to this offence
that the use of the tracking device was necessary for the protection of the
health, safety or wellbeing of any person, or for the protection of public health
or safety, and was no more extensive than reasonably necessary for
those purposes.

Interception

355 Interception offences are already included in the Crimes Act.*® These offences
originally covered the interception of private oral communications by means of
a listening device. Amendments to the Crimes Act in 2003 extended the scope

85 K Michael, A McNamee and M G Michael The Emerging Ethics of Humancentric GPS Tracking
and Monitoring (University of Wollongong, Faculty of Informatics — Papers, 2006) paras 6.1 and 6.2;
Claire McEntee “Tracking System to Tag Patients” (12 October 2009) Dominion Post Wellington
www.stuff.co.nz (accessed 12 October 2009).

86  Crimes Act 1961, ss 216A-216F.
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of the interception provisions so that they now cover interception of private
communications of all kinds (oral, written, or other) by means of an interception
device. The prohibition on use of interception devices therefore includes
interception of such things as emails and text messages.

356 In our issues paper, we raised a number of questions about possible reform of
the interception provisions in the Crimes Act.®” We asked whether:

the definition of “private communication” should be clarified;

the participant monitoring exception to the interception offence should be
reformed in any respect; and

there should be specific restrictions on the disclosure of information obtained
through participant monitoring.

The issue of restrictions on disclosure of information obtained through
interception is discussed later in this chapter.

357 Few submissions specifically responded to these questions. There was some
support for clarifying the definition of “private communication”.
In particular, the New Zealand Law Society supported clarification to avoid
uncertainties about expectations of privacy concerning the use of emails,
text messages and cellphone communications and noted that the inconsistencies
between the interception offences and the computer misuse offences
“made no sense”. The New Zealand Law Society supported reforming the
participant monitoring rules along the lines of the New South Wales offence and
stated that authorised outsider monitoring (discussed below) should not be
allowed. TVNZ suggested that in some limited circumstances the media should
be permitted to intercept private communications where this is in the public
interest. One individual felt that participant monitoring should require a warrant.
Some other submitters did not support reform of the participant monitoring
rules. The Privacy Commissioner supported new limits on the disclosure of
lawfully-intercepted communications.
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358 We recommend that the provisions in the Crimes Act providing for interception
offences® should be removed from that Act, and should form part of the
Surveillance Devices Act. Some amendments should be made to the existing
interception provisions, as discussed below.

RECOMMENDATION

R9  The provisions in the Crimes Act providing for interception offences should be
removed from that Act and included in the new Surveillance Devices Act.

87  Privacy Stage 3 issues paper, above n 38, 247-252.
88  Crimes Act 1961, ss 216A-216F.
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Private communication

359 “Private communication” is a statutory term that has been used in New Zealand
since 1978,% and is also a familiar term in the listening device offences of the
majority of Australian states and territories. While the current definition,
by virtue of its longevity, has acquired a degree of orthodoxy, it is not
straightforward and its difficulties have been judicially noted.

360 The original scope of the definition was confined to oral communications.
In 2003, the definition was expanded to include communications
“in written form or otherwise”.? Judge Harvey (writing extra-judicially) explains
that the change is directed to electronic communications such as email,
as well as any other sort of communication.”! In contrast, in the Australian states
and territories, the definition of private communication has not been expanded
to include written and electronic communications. However, at Federal level,
the offence of intercepting telecommunications includes both conversations
and messages.”

Rationalising the privacy expectation criteria

361 As noted in our issues paper, there are two aspects to the current definition of
“private communication”:%

the inclusion of a communication where it is reasonably clear that at least
one party intends the communication to be confined just to the parties to the
communication;** and

the exclusion of the communication if the parties ought reasonably to expect
that the communication may be intercepted by an unauthorised person.

362 These two elements contribute to the enquiry as to whether it is reasonable for
the communication to be treated as private, and therefore within the scope of
the interception offence. If there is an expectation of privacy (by applying the
criteria), then it can be considered unreasonable for a person to use an
interception device to intercept the communication, and any such interception
will be an offence.

89  For discussion of the legislative history, see Moreton v Police [2002] 2 NZLR 234, paras 15-19.
90  Crimes Amendment Bill (No 6).

91  David Harvey internet.law.nz (2 ed, LexisNexis, Wellington, 2005) 242. See also the Explanatory Note
to Supplementary Order Paper 2000 No 85.

92  Telecommunications (Interception and Access) Act 1979 (Cth), s 7. The New South Wales Law Reform
Commission notes that it is probable that the interception of telecommunications is governed exclusively
by Federal law: Privacy Legislation in New South Wales (NSWLRC CP3, Sydney, 2008) para 5.99.

93  Privacy Stage 3 issues paper, above n 38, 247.

94  One party may authorise the interception of the communication by an outsider without disqualifying
the communication from being private, due to the definition of “party” in the Crimes Act 1961,
s 216A(2)(b).

95  This has been interpreted to require that both parties must hold the expectation for the communication
to be excluded from being a private communication: Moreton v Police, above n 89. See discussion in
Privacy Stage 3 issues paper, above n 38, 247.
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363 The first element assesses the subjective intention of each party, while the second
element is an objective assessment of whether the communication is susceptible
to interception.?® It is the second criterion, in particular, that is difficult to
interpret on its face, and reference to case law is needed for a full understanding
of the scope of the definition. The appropriate interpretation of the second limb
was considered by William Young J in Moreton v Police.®” As discussed in our
issues paper, his Honour specifically considered whether the second limb
required an assessment of the risk of interception, or the likelihood of
interception.®”® He confirmed that communications are disqualified from
being private, and are therefore outside the scope of the interception offence,
only where there is an actual likelihood or real possibility of interception,
rather than a theoretical risk.” According to the case law, “mere suspicion”
of interception is not enough to satisfy the objective test.!

364 There are a range of situations in which people may hold reasonable suspicions
that they could be under surveillance, including the interception of their
private communications.!®® Public figures or celebrities may reasonably
suspect surveillance and interception due to public interest in their activities.'*
However, there would likely need to be some additional factor or circumstances
(such as the discovery of an interception device or other signs or notice
of interception, surveillance or harassment) that point to a reasonable
likelihood of interception, in order for an otherwise private communication to
be disqualified.
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365 As we noted in our issues paper, Judge Harvey in his extra-judicial writing has
raised questions about whether cellphone communications and unencrypted
email are considered to be private communications.!® A submitter queried
whether communications sent from or between WiFi networks would be
considered to be private communications. In Moreton v Police, William Young J
noted that while public awareness has developed over time that cellphone
communications are not particularly secure, this does not automatically give rise
to an expectation that any particular call will be intercepted.’** While the method
of communication used and public awareness of its security levels may not be
determinative on their own, they will nevertheless be relevant to whether at

96  Hon J Bruce Robertson (ed) Adams on Criminal Law (loose leaf, Brookers, Wellington, Crimes Act,
1992) para CA216A.03 [Adams on Criminal Law).

97  Moreton v Police, above n 89, paras 22-23, 36; discussed in Privacy Stage 3 issues paper, above n 38,
247-248.

98 Noting that, while the statutory language could be read as supporting the first interpretation,
this would give the definition such broad application that virtually no communications could be
regarded as private.

99  Seealso R v Cheung (1995) 100 CCC (3d) 441.

100 Adams on Criminal Law, above n 96, para CA216A.03; Harvey, above n 91, para 4.9.3.

101 For example, where people are aware that they are under investigation by law enforcement or being
pursued by a stalker, where an activity a person engages in is likely to attract the scrutiny of law
enforcement, the media or other investigators, or where the personal circumstances of the person may
render them susceptible to private surveillance, such as where the person has made an insurance claim,
or is involved in legal proceedings, a hostile relationship breakdown or an extramarital affair.

102 For example, the interception of telephone conversations of members of the Royal Family:
see Harvey, above n 91, 243. See also Moreton v Police, above n 89, para 69.

103 Harvey, above n 91, 242-243; Privacy Stage 3 issues paper, above n 38, 248.
104  Moreton v Police, above n 89, paras 31-33, 61-72.
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least one of the parties has indicated a desire that the communication be confined
to the parties, and to whether there is a reasonable expectation (by both parties)
that the communication may be intercepted.

366 A further issue with the second element of the definition of “private communication”
is that it makes the interception offence somewhat circular as a matter of logic.
The second element of the definition of “private communication” means that a
communication can be rendered non-private and therefore susceptible to lawful
interception if there is a sufficient likelihood that the communication may be
intercepted. While the objective criterion has, in light of the case law, a reasonably
high threshold, we think it is unsatisfactory that the scope of the interception
offence can turn on the likelihood of interception, an activity which the offence
provision is purporting to regulate. The likelihood of a privacy encroachment
(through interception) should not be determinative of the application of the
privacy protection provided by the interception offence.

367 We have considered whether the definition could be simplified or streamlined.
One question is whether both elements of the definition are necessary.
An argument could be made that the first element of “private communication”
is sufficient on its own. It could be said that the likelihood of interception
under the second limb contributes to the circumstances in which a
communication is made under the first limb. For example, a communication
made where the parties should be aware that there is a likelihood of interception
(for example, because they are using an insecure communication channel such
as CB radio) may negate the parties’ desire to confine the communication to
themselves. We note that the second “private communication” criterion is not
a feature of the offence against the use of listening devices in South Australia,
the Australian Capital Territory or Tasmania. However, it is a feature of the
offence in New South Wales, Victoria, Western Australia, the Northern Territory,
and Queensland, as well as in New Zealand.%

368 The current definition of “private communication” can be viewed as a form of
the “reasonable expectation of privacy” test. For example, the Explanatory Note
to Supplementary Order Paper 2000, no 85, describing the 2003 amendments to
the interception offence states that: “The main justification for the change is that
all forms of private communication should have the same level of protection,
where there is a reasonable expectation of privacy.” A further option, therefore,
is to explicitly replace the two elements of the definition with a single objective
test of whether one or both parties has a reasonable expectation of privacy in
the communication.’®® This would encompass both of the current criteria as it
would involve an assessment of the circumstances of the communication and
whether the parties intended the communication to be private (on an objective
basis), and would reverse the current reasonable expectation of interception
criterion to assess instead whether there is a reasonable expectation of privacy
in all the circumstances. The advantages of a single reasonable expectation of
privacy test are that it would simplify the definition of “private communication”
to just one test instead of two, and it would resolve the current logical difficulty
with having the scope of the interception offence depend on an objective

105 Crimes Act 1961, ss 216B, 312A.

106 See, for example, the offence proposed in Report on Privacy LRC 57, Dublin, 1998, above n 76,
para 9.12.
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likelihood of interception. While the likelihood of interception could be taken
into account under the reasonable expectation of privacy test, it would be one
factor to be taken into account, rather than a controlling factor on its own.

369 It is conceivable that, in the circumstances, one party may have a reasonable
expectation of privacy, while the other party or parties do not have such an
expectation. We recommend that a communication should be categorised
as private even if only one party has a reasonable expectation of privacy.
We do not think that the lack of a privacy expectation by one party should negate
the privacy expectation of another.

370 Adopting the reasonable expectation of privacy test would foster greater
consistency with other areas of law where privacy enquiries are required.
The “reasonable expectation of privacy test” is now established in the common
law in various contexts, such as the privacy tort, and in relation to assessments
of “unreasonable search and seizure” under section 21 of the Bill of Rights Act
1990.197 The reasonable expectation of privacy test is used as a flexible balancing
exercise in circumstances where it is not possible to exhaustively define
privacy limits, and thus permits judicial interpretation to develop boundaries
over time in response to particular cases. We think that the interception
of private communications is an area where this approach is appropriate.
Existing jurisprudence relating to reasonable expectations of privacy is not
directed specifically at a criminal offence such as interception, and therefore
the introduction of the test in this context would represent a new development.
However, the existing case law relating to interception would continue to provide
guidance as the proposed reform would essentially constitute a restatement of
the existing criteria, rather than introduce a completely new test.
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371 We have considered whether adoption of the reasonable expectation of privacy
test in this context provides sufficient precision as to the scope of the criminal
offence. A form of the test was proposed in the United Kingdom for a broader
offence of surreptitious use of a surveillance device, but was never adopted.®
The Hong Kong Law Reform Commission initially concluded that the test was
unsuitable for inclusion in the criminal law, being insufficiently precise to
constitute a criminal standard,'” but the Commission subsequently changed its
view and decided that the reasonable expectation of privacy test was suitable for
inclusion in a surveillance offence.!'°

372 We think that the adoption of the reasonable expectation of privacy test in the
specific context of the interception of communications will provide sufficient
certainty and precision as to its scope. Whether the parties have a reasonable
expectation of privacy in a communication is a more focussed enquiry than in
other contexts, such as whether the parties had a reasonable expectation in being

107 Overseas jurisprudence relating to reasonable expectations of privacy is also an available resource.
For example, United States tort law and Fourth Amendment case law, as well as decisions on section 8
of the Canadian Charter of Rights and Freedoms.

108 Rt Hon Kenneth Younger (chair) Report of the Committee on Privacy (Cmnd 5012, London, 1972)
para 563.

109 Law Reform Commission of Hong Kong Privacy: Regulating Surveillance and the Interception of
Communications: Consultation Paper (Hong Kong, 1996) paras 1.59-1.60.

110  The Regulation of Covert Surveillance LRC Hong Kong, above n 64, 18-20.
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free from surveillance (as proposed by the Younger committee in the
United Kingdom). While the test is open-ended in nature, and there will be
questions about whether there is a reasonable expectation of privacy in certain
circumstances, particularly as new communications technologies are adopted,
we consider that the scope of the offence is sufficiently clear. The degree of
sensitivity associated with communications privacy (as evidenced by the
enactment of the interception offence) means that the privacy expectation in
this area is relatively high.

373 We anticipate that the main areas of enquiry by the courts will be whether the
actions of the parties disqualify their communication from being a private one,
and whether any particular method of communication disqualifies
a communication from being a private one. By “the actions of the parties”,
we mean their conduct of the communication itself; for example, whether they
are talking in a private room where they expect no one else can hear them,
or talking loudly in a public place. We do not mean that the content of the
communication, or the status or identities of the parties, should affect their
reasonable expectations of privacy. For example, just because someone
is a prominent celebrity whose life is the subject of intense media speculation,
that does not mean that she should reasonably expect to have her telephone
conversations secretly recorded.

374 Certainty and precision of the interception offence are also important to law
enforcement. The scope of the interception offence (including its various
exceptions)'"! sets the threshold for when interception warrants must be obtained
by law enforcement officers who seek to intercept communications for law
enforcement purposes. We are satisfied that the adoption of a reasonable
expectation of privacy test would not create undue uncertainty for law
enforcement agencies. This is, in part, on the basis that law enforcement agencies
are already subject to and familiar with this test under section 21 of the Bill of
Rights Act 1990."2 We further note that where there is an area of doubt as to
whether interception of a particular mode of communication in the absence of
a warrant breaches reasonable expectations of privacy, law enforcement officers
have the fall back options of (i) utilising the interception warrant regime, or (ii)
utilising the exceptions to the interception offence, to ensure that any such
interception is not unlawful.

375 On balance, we prefer the option of restating the two current criteria as a single
objective reasonable expectation of privacy test.

111 For example, participant monitoring (Crimes Act 1961, s 216B(1)(a)); or emergency interception by
law enforcement where there is a risk to life or of serious injury (Crimes Act, s 216B(3)).

112 While the White Paper that preceded the Bill of Rights Act contemplated that electronic interception
and other forms of surveillance would be subject to section 21, the courts are yet to provide firm
guidance on whether electronic surveillance such as the interception of private communications
constitutes a “search” for purposes of section 21: see Ministry of Justice Guidelines on the New Zealand
Bill of Rights Act 1990: A Guide to the Rights and Freedoms in the Bill of Rights Act for the Public Sector
(Wellington, 2004); New Zealand Law Commission Search and Surveillance Powers (NZLC R97,
Wellington, 2007) paras 11.34-11.37 [Search and Surveillance Powers NZLC R97].
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RECOMMENDATION

R10 The definition of “private communication” for the purposes of the interception
offences should be amended to replace the two current criteria with a single
“reasonable expectation of privacy” test.

Expectations of privacy and different modes of communication

376 In the issues paper we asked whether the privacy-expectation enquiry should be
retained as a generic requirement of the interception offence, or whether its
application should be limited to particular types of communication.
The ambulatory nature of the privacy-expectation enquiry suggests that there
may be a case for limiting such enquiries only to particular forms of
communication, to ensure that the scope of the interception offence is not overly
broad.!®* We asked whether the privacy expectation enquiry should be reserved
for oral communications between people in person and discarded in relation to
other forms of communication such as telephone calls, text messages and emails.
Without the privacy-expectation enquiry, these forms of communication could
be presumed to be private and protected from unauthorised interception.''*
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377 We discuss this issue further in Appendix A, but present our conclusions here.
We consider that the reasonable expectation of privacy test is a necessary
general element of the regulation of the interception of oral communications
(whether in person, by telephone, or otherwise). In relation to the interception
of electronic communications in written or other non-oral form, however,
we conclude that the application of the reasonable expectation of privacy test
requires further expert review and consultation. We also anticipate that confining
the reasonable privacy expectation test to particular types of communication
may be a difficult drafting exercise.

378 We therefore recommend that the review of data surveillance which we have
recommended above should include an assessment of the adequacy of the current
legal framework for the interception of electronic communications,
including the suitability of the reasonable expectation of privacy test and
consideration of the issues discussed in Appendix A.

379 Pending the outcome of the review of data surveillance, the definition of
“private communication”, and the reasonable expectation of privacy test,
should continue to apply to all forms of communication (“whether in oral
or written form or otherwise”) that can be intercepted by means of an
interception device.

113 Privacy Stage 3 issues paper, above n 38, 247-249.

114 However, other exceptions to the interception offence would continue to apply, such as the exception
for interception warrants for law enforcement purposes (Crimes Act 1961, s 216B(1) (b)(1)).
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RECOMMENDATION

R11  The review of data surveillance (see R3 above) should include an assessment
of the adequacy of the current legal framework for the interception of
electronic communications, including the suitability of the reasonable
expectation of privacy test for different types of electronic communication,
and consideration of the issues discussed in Appendix A.

Participant monitoring

380 As noted in our issues paper, participant monitoring is a significant
exception to the interception offence.!’> We also noted that there is a range of
views as to the impact of participant monitoring on the privacy interests of a
party to a communication who is unaware that an otherwise private
communication is being monitored or recorded by another party or by an outsider
authorised by one of the other parties.!'® Nevertheless, it is clear that there are
circumstances in which participant monitoring has a legitimate purpose and
function in protecting both private and public interests. There are occasions
when important public interests are served by permitting the parties
and authorised outsiders to record and monitor private communications.
Examples include investigative reporting by the media, members of the
public protecting their own legal positions, and investigations by law
enforcement agencies.!!”

381 As we outlined in the issues paper, there are two forms of participant monitoring:

where one party records or otherwise intercepts a communication without
the other parties’ knowledge or consent (we called this form principal party
monitoring); and

where one party authorises someone else to intercept a communication,
without the other parties’ knowledge or consent (we called this form
authorised outsider monitoring).

382 The participant monitoring exception means that one party’s privacy expectations
can be overridden by the actions of another party to the communication.
The interception might be done by a party to the communication for his or her
own reasons (for example, to protect his or her lawful interests), or might be
done at the instigation of a third party such as a law enforcement agency,
the media or some other person with an interest in intercepting a communication
with only one party’s consent. It is the Commission’s view, in line with the
current law, that parties to private communications should not be limited by
the criminal law from recording those communications for their own legitimate
purposes, or authorising an outsider to record or intercept the communication
for legitimate purposes. This is consistent with the Commission’s view at the
time of the report on Search and Surveillance Powers, which was that law

115 Privacy Stage 3 issues paper, above n 38, 249.
116 1Ihid, 250.

117 Private investigators are prohibited from recording speech (whether or not part of a private conversation)
without consent under the Private Investigators and Security Guards Act 1974, s 52.
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enforcement agencies should be able to utilise both aspects of the participant
monitoring exception.!*® As noted in our issues paper, the privacy principles act
as a limit on participant monitoring in certain circumstances.!'*

383 We have considered whether the participant monitoring exception should be
subject to some statutory limitations, in addition to those imposed by the Privacy
Act. We have reviewed the participant monitoring exceptions to the listening
device offences in the Australian states and territories. All the Australian
jurisdictions (except Queensland) express the participant monitoring exception
as being subject to broad limitations, such as that participant monitoring is:

reasonably necessary for the protection of a party’s lawful interests;'?°

in the public interest;'?! or

conducted by a law enforcement officer in certain circumstances.!?

384 The breadth of these formulations likely renders most participant recordings
lawful, and the adoption of such broad limits may not represent a major limitation
on the participant monitoring exception. That being said, these broad
formulations may be of value in clarifying that participant recordings made
without justification are not defensible. Examples of cases where there may be
insufficient legitimate justification for participant recording would include the
recording of conversations for entertainment or exploitative purposes without
the knowledge or consent of the person being recorded, or the recording of
private conversations for the purpose of embarrassment, humiliation, retaliation
or harassment. Participant monitoring for the purposes of blackmail or to
threaten or inflict serious injury to the reputation or personal interests of one
of the participants may be particularly harmful. One example would be the taping
of conversations on sex chat lines in order to damage the reputations of public
figures or the private lives of ordinary citizens, where there is no redeeming
public interest.
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385 Currently, the privacy principles regulate inappropriate participant monitoring,
either through principle 4 (personal information shall not be collected by means
that, in the circumstances of the case are unfair, or intrude to an unreasonable
extent upon the personal affairs of the individual concerned), principle 10
(limits on use of personal information) or principle 11 (limits on disclosure of
personal information). Where there is disclosure of the contents of a participant
recording, there may also be a remedy under the Hosking privacy disclosure tort.
The question is whether objectionable forms of participant monitoring,
such as those referred to in the previous paragraph, should be criminalised.

118  Search and Surveillance Powers NZLC 97, above n 112, 328 (recommending that the existing statutory
formulation should be retained with respect to interception warrants), 331 (recommending the retention
of the participant monitoring exception with regard to conversations).

119 Privacy Stage 3 issues paper, above n 38, 251 (n 1055).

120 Surveillance Devices Act 2007 (NSW) (both forms of participant monitoring); Listening Devices Act
1972 (Tas) (both forms of participant monitoring); Listening Devices Act 1992 (ACT) (authorised
outsider monitoring); Listening and Surveillance Devices Act 1972 (SA) (principal party monitoring).

121  Surveillance Devices Act 1998 (WA) (both forms of participant monitoring); Listening and Surveillance
Devices Act 1972 (SA) (principal party monitoring).

122 Surveillance Devices Act 2007 (NSW) (both forms of participant monitoring); Surveillance Devices Act
1999 (Vic) (authorised outsider monitoring); Surveillance Devices Act 1998 (WA) (authorised outsider
monitoring); Surveillance Devices Act 2007 (NT) (authorised outsider monitoring).
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38 We recommend that both forms of the participant monitoring exception to the
interception offence be retained, but that limits should be placed on it to enable
harmful uses to be dealt with. We think that there is merit in broadly stating
the purposes for which participant monitoring may be undertaken,
drawing on the Australian participant monitoring exceptions, so that there
can be greater confidence that monitoring can be used only for legitimate
purposes. The grounds we recommend are:

where participant monitoring is reasonably necessary for the protection of
the lawful interests of one or more of the principal parties to the
communication;

where there are reasonable grounds to believe that participant monitoring is
in the public interest; and

where participant monitoring is carried out by a law enforcement officer
acting in the course of duty.

387 We take a broad view of the “protection of lawful interests” purpose.
It would include, for example, the recording of a telephone interview by a
member of the news media for the purpose of ensuring an accurate account of
the interview in a news report. It would also include a recording made by any
participant in a conversation when it is important to keep a more accurate record
than memory may be able to provide.

388 Another way of achieving the same end might be to qualify the lawfulness of
participant monitoring by spelling out an appropriately framed exception.!?3
However, an exception to participant monitoring would be difficult to draft,
and may be unduly complex, as participant monitoring is itself an exception to
the interception offence. We think that a broad statement of the purposes for
which participant monitoring may be undertaken is preferable.

389 It should be noted that the proposed reform is limited to the treatment of
participant monitoring under the criminal law and under the right of civil action
to be included in the Surveillance Devices Act. Other remedies that may
be available as a matter of civil law, such as Privacy Act remedies, would not be
affected by these proposals.

390 We also recommend in chapter 6 that the express restriction on private investigators
recording voices or speech should be repealed, so that private investigators may
make any such recordings, provided that they do not commit interception
offences. This would put private investigators on the same footing as other
sectors such as the media, and the general public.

391 We suggest that neither form of participant monitoring should be an exception
to the interception of electronic communications such as email and text messages.
The nature of this method of communication involves the production of a
message that can be retained by the recipient, rendering principal party
monitoring superfluous. If a principal party wishes to circulate the message to

123 See for example 18 USC § 2511(2)(d): “It shall not be unlawful under this chapter for a person not
acting under color of law to intercept a wire, oral or electronic communication where such party is a
party to the communication or where one of the parties to the communication has given prior consent
to such interception unless such communication is intercepted for the purpose of committing any
criminal or tortious act in violation of the Constitution or laws of the United States or of any State.”
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outsiders, that can be done by forwarding any message after it is received,
without needing to authorise the interception of the message by the outsider.
However, we think that this issue should be included in the recommended
review of data surveillance.!?*

RECOMMENDATION

R12 Participant monitoring of private communications (both principal party
monitoring and authorised outsider monitoring) should be permitted where:

it is reasonably necessary for the protection of the lawful interests of one
or more of the principal parties;

there are reasonable grounds to believe that monitoring is in the public
interest; or

the participant monitoring is conducted by a law enforcement officer acting
in the course of duty.

RECOMMENDATION
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R13 Further consideration should be given to whether participant monitoring
should be a permitted exception to the interception of non-oral electronic
communications.

SECONDARY 392 In addition to the primary offences discussed above, we recommend that the
CRIMINAL Surveillance Devices Act should provide for two further offences of disclosing
OFFENCES material obtained by unlawful surveillance, and selling or supplying surveillance

devices or software. These offences would reinforce the primary offences,
as we discuss below.

Disclosure

393 The Crimes Act already contains prohibitions on the disclosure of
unlawfully-intercepted private communications, and on publication of intimate
visual recordings.!?® It is also an offence for a person to knowingly disclose a
private communication intercepted lawfully under warrant or emergency
permit, otherwise than in the performance of that person’s duty.!'?®
The disclosure, otherwise than in performance of a person’s duty, of material
obtained lawfully in the exercise of a surveillance power is to be prohibited by
the Search and Surveillance Bill,'?” and does not concern us here.

394 We think it should be an offence for a person to disclose information (including
images and recordings) if that person knows, or ought reasonably to know, that the
information was obtained directly or indirectly by the use of a surveillance device in

124 For discussion of the issues associated with parties consenting to surveillance in the context of the
internet, see Orin S Kerr “Internet Surveillance Law After the USA Patriot Act: the Big Brother That
Isn’t” (2003) 97 Northwest U L Rev 607, 662-665.

125 Crimes Act 1961, ss 216C, 216].
126 Ibid, s 312K.
127 Search and Surveillance Bill 2009, no 45-1, ¢l 171.
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contravention of the criminal provisions of the Act. Whether this would be a single
offence or whether separate disclosure offences would be needed for each
primary offence is a drafting matter that we need not decide here.

395 The disclosure offence would thus directly mirror the primary offence: if it is
an offence to undertake the surveillance, then it is also an offence for anyone
to disclose information obtained by means of that surveillance. This would
help to prevent the harm of the original surveillance from being made worse by
revealing private information about a person, information that in all probability
could not have been obtained without the use of a surveillance device.

396 We have considered whether there should be any departures from the basic
principle that the disclosure offence should mirror the primary offence.
There are two questions that need to be considered:

Are there any circumstances in which it should be an offence to disclose
information that was obtained lawfully by the use of a surveillance device?

Are there any circumstances in which is should be lawful to disclose
information even though it was obtained by unlawful surveillance?

Disclosure of lawfully-obtained information

397 Asnoted in our issues paper, most of the Australian states and territories impose
some form of restriction on the publication of lawfully-intercepted
communications. These restrictions have the effect of controlling the use that
can be made of material obtained through participant monitoring.'?®
We have recommended above that broad limits should be placed on the
participant monitoring exception to the interception offence. Such limits would
have the effect of making participant monitoring of private communications
beyond certain broad purposes unlawful. Consequentially, section 216C of the
Crimes Act, or the proposed disclosure offence under the Surveillance Devices
Act, would render the disclosure or publication of private communications
unlawful if they were obtained by participant monitoring that was not undertaken
for one of the permitted purposes. Beyond this, in relation to participant
monitoring we recommend no departure from the principle that it should not
be an offence to disclose material that has been lawfully intercepted.
Disclosure of information obtained through participant monitoring could still
be subject to civil remedies, such as under the Privacy Act or the tort of invasion
of privacy, in some circumstances.

398 We have considered whether internet service providers and communication
service providers should be restricted from disclosing or publishing private
communications that are intercepted for the purpose of maintaining the internet
or other communication service. Section 216B(5) of the Crimes Act provides
that persons providing an internet or other communication service to the public
may lawfully intercept private communications if the interception is carried out
by an employee in the course of that person’s duties; the interception is carried
out, and is necessary, for the purpose of maintaining the internet or other
communication service; and the interception is only used for the purpose of
maintaining the internet or other communication service. Providers relying on

128 Privacy Stage 3 issues paper, above n 38, 251.
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this exception must destroy information obtained under subsection (5)
immediately if it is no longer needed for the purpose of maintaining the service.'?
The Crimes Act currently prohibits disclosure of any information obtained when
undertaking maintenance of a communication service,'* but the relevant section
(which also deals with unlawful disclosures relating to interception warrants)
is to be repealed by the Search and Surveillance Bill.’*! We recommend that it
should continue to be an offence to disclose information lawfully obtained by
providers of internet and other communication services when undertaking
maintenance of those services. Communication service providers are allowed to
intercept private communications only for a very specific purpose, and it would
be an abuse of that licence if they were then permitted to disclose those
communications for another purpose.

399 We have also considered the exception to the interception offence for the
monitoring of prisoner calls and are satisfied that the statutory regime in
the Corrections Act 2004 provides adequate controls.'*

3.100 In relation to forms of surveillance other than interception, and assuming the
continuation of restrictions on disclosure of information obtained in the exercise
of a law enforcement surveillance power, we can think of no cases in which it
should be a criminal offence to disclose information that was obtained lawfully.
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Disclosure of unlawfully-obtained information

3.101 It could be argued that there may be some cases in which it should be lawful for
information to be disclosed in the public interest, or for the protection of lawful
personal interests, even though it was obtained unlawfully. We cannot see a good
case for such exceptions, however. Allowing the disclosure of information
obtained unlawfully would simply encourage the circumvention of the law:
a person could obtain embarrassing information about a celebrity by means of
unlawful visual surveillance, for example, and then pass that information on to
the media, who might be able to argue that they are free to publish it in the public
interest. If there are good reasons for allowing certain types of surveillance
(such as protection of health and safety) then they should be provided for in the
primary offence; setting up different criteria for the primary offence and
the disclosure offence is not desirable.

3102 A few specific exceptions will be needed for the disclosure offence, however.
In particular, it should not be an offence to disclose information to a person
who is a subject of the surveillance (a party to a private communication,
a person who has been filmed by a visual surveillance device, or a person whose
movements have been tracked using a tracking device), or with the consent of
the subjects of the surveillance. It should also not be an offence to disclose
information for purposes such as a Police investigation or legal proceedings
concerning an alleged surveillance offence.

129 Crimes Act 1961, s 216B(6).
130 Ihid, s 216F(1) (b) Q).
131 Search and Surveillance Bill 2009, no 45-1, ¢1 297(5).

132 Corrections Act 2004, ss 111-122. Disclosure is limited to the purposes for the monitoring,
the Privacy Act expressly applies to monitoring and provision is made for destruction of
monitored calls.
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RECOMMENDATION

R14 The Surveillance Devices Act should make it an offence for a person to
disclose information (including images and recordings) if that person knows,
or ought reasonably to know, that the information was obtained directly or
indirectly by the use of a surveillance device in contravention of the criminal
provisions of the Act.

RECOMMENDATION

R15 It should continue to be an offence for a provider of internet or
other communication services to disclose information obtained by
intercepting private communications when undertaking maintenance of
a communication service.

Sale, supply and related matters

3103 The Crimes Act currently includes a prohibition on sale and supply
of interception devices in certain circumstances, and on making,
selling, distributing or possessing software for accessing a computer without
authorisation for the purpose of committing a crime.!®® We think there should
be similar offences in the Surveillance Devices Act, but they should be very
tightly drawn and restricted to cases in which a person is clearly aiding or
encouraging the commission of a crime. It would be impossible to outlaw all
devices that can be used to conduct unlawful surveillance, as most of them have
entirely legitimate uses. Knowingly promoting the illegal use of surveillance
devices should, however, be outlawed.

3.104 We recommend that it should be an offence to make, sell or supply a surveillance
device, or software that can convert a device into a surveillance device, knowing that
the device or software is to be used to undertake surveillance in contravention of the
criminal provisions of the Surveillance Devices Act; or to promote or hold out a device
or software as being useful for the carrying out of surveillance in contravention of the
Act. Thus, it would not be an offence to sell or supply a surveillance device if
the person so doing did not know that the device was to be used to commit an
offence under the Act. It would, however, be an offence for a private investigator
to supply a client with a tracking device, knowing that the client intended to
install it in the car of his ex-partner for the purpose of tracking her.

RECOMMENDATION

R16 The Surveillance Devices Act should provide that it is an offence to make,
sell or supply a surveillance device, or software that can convert a device into
a surveillance device, knowing that the device or software is to be used to
undertake surveillance in contravention of the criminal provisions of the
Surveillance Devices Act; or to promote or hold out a device or software as
being useful for the carrying out of surveillance in contravention of the Act.

133 Crimes Act 1961, ss 216D, 251.
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CIVIL 3.105 The Surveillance Devices Act should provide for a civil right of action for

REMEDIES breaches of any of the criminal provisions (including what we have described as
the secondary offences). Damages and other standard tort remedies should be
available if it can be proved to the civil standard (on the balance of probabilities)
that one of the criminal provisions of the Act has been breached.

3.106 The right of action should be available to any person, including a legal person.
We can see no reason why a corporation should not be able to sue if,
for example, its board room has been bugged. Some of the offences will not, by
their nature, apply to corporations — corporations do not have “dwellings”,
nor do they have bodies that can be intimately filmed, for example - but where the
offence can be committed against a corporation, the civil remedy should also be
available to corporations.

3.107 The same defences should be available for a civil action as are available for the
relevant offence. We considered whether a broader defence of “legitimate public
concern” should be available for the civil action, in order to maintain consistency
with the Hosking tort. On balance, however, we think the specific defences
for each offence are also adequate for the civil action, given the reasonably
tightly-focused nature of the offences.
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RECOMMENDATION

R17 The Surveillance Devices Act should provide for a right of civil action by any
person affected by a breach of any of the criminal provisions. Standard tort
remedies should be available, and the defences should be the same as for the
relevant offence.
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Chapter 4

As we discussed in chapter 1, the Privacy Act 1993 is the subject of stage 4 of
the Law Commission’s Review of Privacy. Our review of the law relating to
surveillance would be seriously incomplete, however, if we did not consider the
role of the Privacy Act in regulating surveillance. In many respects the regulation
of surveillance by means of the Privacy Act is working well, and we indicate in
this chapter some areas which we think are best regulated within the framework
of the Act. We also discuss some issues concerning the Privacy Act’s application
to surveillance, and some ways in which we think the Act should be reformed
to improve its coverage of surveillance. Our ideas for reforms to the Privacy Act
with regard to surveillance will be carried through into stage 4 of our Review,
and we will seek submissions on proposed reforms to the Act in our issues paper
for that stage.

THE ROLE OF 42
THE PRIVACY

ACT IN
REGULATING
SURVEILLANCE

To the extent that surveillance involves the collection of personal information,
it must comply with the Privacy Act. The Privacy Act provides a principles-based
framework for regulating the way in which personal information is collected,
held, used and disclosed. It also provides for a number of exceptions and
exemptions to the privacy principles set out in the Act. In addition, the Privacy Act
establishes the Privacy Commissioner as an independent watchdog on privacy
issues. The Privacy Commissioner can hear complaints about breaches of the
privacy principles, and can also make statements, undertake research and inquire
into matters relating to the privacy of the individual. The Privacy Act can thus
play an important role as a mechanism for dealing with complaints and
providing remedies in relation to surveillance that breaches the privacy
principles. The Privacy Commissioner can also play a general oversight role,
and alert the government and society to developments in surveillance that may
threaten privacy.

There was a clear consensus in the submissions we received that the Privacy Act
should apply to surveillance, and a significant amount of support for
clarifying the Act’s application to surveillance through amendments to the Act.
We discuss possible amendments to the Act to improve its coverage of surveillance
later in this chapter.
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While the Privacy Act can be a very effective tool for the regulation of
surveillance, it is not a perfect fit. The privacy principles in the Act are focused
on informational privacy, whereas surveillance can also be a major intrusion
into spatial privacy.”® Furthermore, the harms that can be caused by surveillance
(especially mass surveillance systems) go beyond invasion of privacy.
They include harms relating to issues of power and social control; in particular,
profiling of people based on characteristics such as ethnicity or age and
discrimination based on such profiling.'*

In our issues paper we raised the possibility of a new set of surveillance principles,
either in the Privacy Act or in a new surveillance statute. A set of principles for
the regulation of overt surveillance was proposed by the New South Wales Law
Reform Commission, although their proposal has not been implemented.'*¢
There was little support in submissions for separate surveillance principles,
and most submitters felt that the existing privacy principles could deal adequately
with surveillance (although they might need some modification). We agree that
new principles for dealing with surveillance are not needed. We think that,
with some amendments discussed below, the existing privacy principles can deal
effectively with most routine forms of surveillance. The Privacy Commissioner
and Human Rights Review Tribunal have dealt with a number of complaints
involving surveillance,"®” as have comparable bodies overseas. The Surveillance
Devices Act that we discuss in chapter 3 would be available to deal with those
types of surveillance that involve the most serious invasions of privacy.
The Surveillance Devices Act would provide for a right of civil action,
and would thus provide another avenue for seeking remedies for certain types
of surveillance. We therefore see no need to complicate matters further by
introducing a new set of principles to regulate surveillance.

Another option raised by the Victorian Law Reform Commission (VLRC) in its
consultation paper on surveillance in public places is the creation of an
independent regulator with responsibility for monitoring public-place
surveillance.’®® The role of such a regulator could involve monitoring the use
of surveillance, monitoring the operation and effectiveness of the law,
informing people about how to comply with the law, promoting observance of
best-practice standards, and reporting regularly to Parliament about the adequacy

On the distinction between informational and spatial (or local) privacy, see New Zealand Law
Commission Privacy: Concepts and Issues: Review of the Law of Privacy: Stage 1 (NZLC SP19, Wellington,
2008) 57-60 [Privacy Stage 1 NZLC SP19].

Tbid, 47-48; New Zealand Law Commission Invasion of Privacy: Penalties and Remedies: Review of the
Law of Privacy: Stage 3 (NZLC IP14, Wellington 2009) 204 [Privacy Stage 3 issues paper].

Privacy Stage 3 issues paper, above n 135, 256-257.

See for example the cases discussed in Paul Roth Privacy Law and Practice (loose leaf, LexisNexis,
Wellington, Privacy Act 1993, 2007) PVA 6.7(e), 202,404-202,410.

Victorian Law Reform Commission Surveillance in Public Places (VLRC CP7, Melbourne, 2009)
141-146 [Surveillance in Public Places VLRC CP7].

57

<
o
w
=
o
<
I
O




CHAPTER 4: The Privacy Act 1993 and surveillance

of surveillance regulation. Although the surveillance regulator would be a new
and separate role, the VLRC noted that the Privacy Commissioner would be an
obvious choice to exercise this role.

47 We do not see a need in New Zealand for a specific regulator to monitor
surveillance. We do, however, believe that the Privacy Commissioner should
carry out the roles proposed by the VLRC in relation to surveillance.
The Commissioner can and does perform these roles already under her general
functions set out in section 13 of the Privacy Act. For example, as discussed
further below, the Commissioner has produced guidelines on privacy and
Closed-Circuit Television (CCTV). However, we think it would be a good idea
if the Privacy Act empowered the Privacy Commissioner to report regularly
(perhaps every year, or every two years) to Parliament on developments in
surveillance and surveillance technologies, and their implications for
New Zealand. This would ensure that an independent agency is monitoring the
growing potential of surveillance, and regularly bringing issues concerning
surveillance to public attention. As part of this reporting function,
the Privacy Commissioner could report on the operation and effectiveness of the
Surveillance Devices Act, and on whether any amendments to the Act are
required as a result of technological developments or other factors.

48 Omne person who commented on the Commission’s online consultation
website also suggested that surveillance measures should be subject to random
audits, which could be carried out by the Privacy Commissioner. This person
said that the key to achieving an acceptable balance between the benefits of
surveillance and the protection of privacy is that those who use surveillance
measures must be accountable and must be trusted.!®® We agree. In our issues
paper on the Privacy Act we will be putting forward the idea of an expanded
auditing power for the Privacy Commissioner, which would allow the
Commissioner to undertake self-initiated audits of agencies. If such a power were
to be included in the Privacy Act, it could be used to audit agencies using CCTV
or other surveillance systems.

RECOMMENDATION

R18 The Privacy Act should provide that one of the functions of the Privacy
Commissioner is to report regularly to Parliament on developments
in surveillance and surveillance technologies, and their implications for
New Zealand.

Regulation of specific types of surveillance: CCTV and RFID

49 Inrelation to some types of surveillance that were discussed in our issues paper,
we have concluded that the Privacy Act is the most appropriate regulatory
framework. This is the case in relation to CCTV and Radio-Frequency
Identification (RFID), discussed below. It is also the case in relation to workplace
surveillance, although such surveillance is governed by employment law as well
as by the Privacy Act. We discuss workplace surveillance in chapter 6.

139 Dominique, comment on www.talklaw.co.nz website, 29 July 2009. Auditing of CCTV is proposed in
Siobhan Cervin “Closed-Circuit Television in New Zealand” (2009) 15 Auckland UL Rev 42, 73.
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410 CCTV looms large in any discussion of surveillance, and with good reason.
It has become one of the most widely-used forms of mass surveillance,
and its use continues to grow both overseas and in New Zealand. Even in the
period since we released our issues paper, several cities and towns in
New Zealand have introduced CCTYV systems or expanded their existing
systems.’*® CCTV is also widely used by businesses in New Zealand to protect
the security of their property and employees. There is a widespread belief that
CCTYV makes communities safer, although the evidence of CCTV’s effectiveness
in deterring (as opposed to detecting and prosecuting) crime is not particularly
strong.'*! At the same time, CCTV can be used to collect large amounts of
information about people’s movements and activities, and thus clearly
has significant implications for privacy. Advances in technology are greatly
increasing the capability of users to capture and analyse personal information
using CCTV.14

411 In our issues paper we canvassed a number of options for the regulation
of CCTV, including specific legislation dealing with CCTV, a code of practice or
guidelines issued by the Privacy Commissioner, and the development of policies
or best-practice standards for CCTV.!* There was little support in submissions
for a specific CCTV statute, and most submitters considered that CCTV should
be regulated under the Privacy Act, perhaps with the assistance of guidelines or
a code of practice issued by the Privacy Commissioner. Since we released our
issues paper, the Privacy Commissioner has produced a guidance document for
agencies in the public and private sectors that are currently using CCTV or
considering the installation of CCTV systems. This guidance, which deals with
non-covert CCTV systems in public and semi-public areas, is intended to assist
agencies to use CCTV in ways that protect individual privacy and comply with
the Privacy Act.!*
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412 We believe the Privacy Act is the most appropriate regulatory framework for
CCTV. While there are a range of concerns about CCTV, most of them boil down
to a concern about the ways in which CCTV is used to collect personal
information, and about how the personal information that is collected is stored,
who has access to it, how long it is retained for, and how it is used and disclosed.
These are all core Privacy Act issues. The Privacy Act provides a framework
within which the perceived benefits of CCTV can be obtained while at the same

140 Wellington: Dave Burgess “More Cameras to Keep Eye on City Streets” (25 May 2009) Dominion Post
Wellington www.stuff.co.nz (accessed 25 May 2009); Christchurch: Ian Steward “New Cameras Monitor
City’s Crime Hotspots” (22 May 2009) The Press Christchurch www.stuff.co.nz (accessed 22 May 2009);
Panmure (Auckland): Melanie Verran “Cameras on Crims” (26 June 2009) East & Bays Courier
www.stuff.co.nz (accessed 26 June 2009); Alexandra: “Alexandra CCTV to be Expanded” (21 July 2009)
Southland Times 3; Taupo: “Taupo a Safer Place with CCTV Camera Network” (21 October 2009)
Press Release, www.scoop.co.nz (accessed 21 October 2009); Newmarket (Auckland): Michael Dickison
“Cameras Scaring Away Criminals” (27 October 2009) New Zealand Herald Auckland
www.nzherald.co.nz (accessed 27 October 2009).

141 Privacy Stage 3 issues paper, above n 135, 197; Surveillance in Public Places VLRC CP7,
above n 138, 82-84.

142 Privacy Stage 3 issues paper, above n 135, 190.
143 TIbid, 259-262.

144 Privacy Commissioner Privacy and CCTV: A Guide to the Privacy Act for Businesses, Agencies and
Organisations (Office of the Privacy Commissioner, Wellington, 2009) [Privacy and CCTV].
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time protections can be put in place against the possible threats to privacy.
CCTV differs from the more intrusive forms of visual surveillance that we believe
should be covered by criminal offences under the Surveillance Devices Act
(although if CCTV were to be used to conduct intimate covert filming or visual
surveillance of the interior of a dwelling, an offence under the Surveillance
Devices Act would be committed).'*® It is used in public and semi-public places
where people’s expectations of privacy are lower than in private places;
it is not usually covert, because the cameras can be seen and ideally there will
be signs in place notifying people that the area is under surveillance;
and it is not targeted at particular individuals. There are still legitimate privacy
concerns about CCTV, but these can be adequately dealt with under the
Privacy Act.

413 In addition, some media organisations expressed concerns to us about
the possibility that the media might be restricted from using CCTV images.
Because the news media are excluded from the coverage of the privacy principles,
if CCTYV is left to be regulated under the Privacy Act there will be no change to
the media’s ability to use CCTV images. Complaints about media use of CCTV
images can still be brought to the Press Council or the Broadcasting Standards
Authority if such use breaches those bodies’ principles and standards.

414 We think the issuing by the Privacy Commissioner of guidance on the use of
CCTYV is a very positive development, and that the guidance should be a very
useful tool for agencies that wish to understand how CCTV can be used in ways
that comply with the Privacy Act. It is now important to wait and see how
agencies make use of that guidance. If guidance alone does not prove effective
in controlling CCTV surveillance and ensuring that privacy is protected,
the logical next step would be to develop a code of practice for CCTV under
section 46 of the Privacy Act. A code of practice may, among other things,
prescribe how the privacy principles are to be applied or complied with in
relation to “any specified activity or class or classes of activities”.

415 We have rejected more far-reaching suggestions for some form of authorisation
or licensing of CCTV systems as impractical and overly bureaucratic.'*¢
It would be unrealistic to expect that such a requirement could ever be extended
to all CCTV systems; it would probably be limited to public CCTV systems
(such as those operated by local authorities) and perhaps some larger private
users. This would mean that the great bulk of CCTV systems employed in small
businesses and other private premises would not be covered by the licensing
requirement, despite the fact that systems in such places can also give rise to
privacy concerns. Licensing or authorisation would also impose a significant
burden on whatever agency was responsible for administering the authorisation

145 See for example the case of two council CCTV operators in the United Kingdom who were convicted
for training a street camera on a woman’s flat and filming her while she was naked: “Peeping Tom CCTV
Workers Jailed” (13 January 2006) www.bbc.co.uk (accessed 11 December 2009).

146 A requirement for authorisation of public CCTV systems is recommended in Cervin, above n 139, 71-73.
The Victorian Law Reform Commission put forward licensing of certain types of surveillance systems,
including CCTV, as an option in their consultation paper, and gave some examples from other
jurisdictions: Surveillance in Public Places VLRC CP7, 150-151. The Republic of Ireland provides for the
authorisation by the Garda Commissioner (Commissioner of Police) of the installation and operation
of CCTV systems for the purpose of securing order and safety in public places: Garda Siochdna Act 2005
(Republic of Ireland), s 38.
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process, as well as on those agencies that would be required to have their systems
authorised. Nor do we believe that such a requirement would significantly check
the growth of CCTV systems, as we think that permission to install CCTV would
seldom be refused. At best, it would be a mechanism for ensuring compliance
with the existing requirements under the Privacy Act.

416 There is, however, a licensing requirement already in place in New Zealand law
which we believe could be used to help ensure that CCTV is operated in a way
that protects privacy. Under the Private Investigators and Security Guards Act
1974, security guards and their responsible employees are required to be licensed
(or issued with certificates of approval, in the case of employees).
“Security guard” is defined as meaning, among other things, a person who carries
on a business that involves installing, operating, repairing, removing, selling,
advising on or monitoring, on premises not owned or occupied by that person,
a camera or similar device for the purpose of detecting the commission of offences
on those premises.'”” The Private Security Personnel and Private Investigators
Bill currently before Parliament has similar licensing requirements.
The Bill covers a wider range of occupational classes, and there are several
occupations covered by it whose work involves installing and repairing,
selling and advising on, and monitoring of security cameras respectively:
security technicians, security consultants and property guards.!*®

417 The Private Investigators and Security Guards Act provides for the making of
regulations prescribing codes of ethics for security guards and their responsible
employees, and there is a similar provision in the Private Security Personnel and
Private Investigators Bill.'** The Bill also makes provision for the making of
regulations prescribing training that applicants for licenses or certificates
of approval are required to complete.””™ We believe these mechanisms
should be used to ensure that private security personnel who install,
advise on, operate and monitor CCTV systems are aware of legal and ethical
requirements in relation to privacy. A code of ethics should be made under the
current Act or any replacement statute, and should cover the privacy standards
that private security personnel are required to meet in relation to CCTV systems.
Any prescribed training should also cover privacy issues relating to CCTV,
including legal obligations under the Privacy Act and other relevant legdislation.
If our recommendation for a Surveillance Devices Act were to be implemented,
CCTYV installers would need to know that it is an offence to install a
surveillance camera on private premises where such installation involves entry
to the premises without the consent of the lawful occupier, for example. We note
that the New Zealand Security Association, a body representing the security
industry, already has a code of practice in relation to CCTV systems which
includes some coverage of legal requirements relating to privacy,'! but this code
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147 Private Investigators and Security Guards Act 1974, s 4(1)(c)-(e).
148 Private Security Personnel and Private Investigators Bill 2008, no 297-1, cls 6, 7, 9.

149 Private Investigators and Security Guards Act 1974, s 71(h); Private Security Personnel and Private
Investigators Bill 2008, no 297-1, ¢l 106(1)(1).

150 Private Security Personnel and Private Investigators Bill 2008, no 297-1, ¢l 106(1)(g).

151 New Zealand Security Association Code of Practice: Closed Circuit Television Surveillance Systems
(version 4, November 2006) especially paras 2.1.1, 2.1.3-2.1.5, 2.3, 4.2.
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does not have any legal force. There are also New Zealand Qualifications
Authority unit standards relating to the design and installation of CCTV systems,
but they do not appear to include coverage of privacy requirements.'>?

418 Unlike in the United Kingdom,'* it appears that in New Zealand operators of
CCTV systems in public places (such as local council systems) are not required
to be licensed or trained. Nor is there any requirement for people who use CCTV
systems on their own premises to be licensed. The Privacy Commissioner’s
CCTYV Guidelines, however, state that all agencies that operate CCTV systems
should provide training for staff and ensure that staff are aware of the
need to protect people’s privacy.!®* While provision of such training is
not itself a legal requirement, it is an essential part of ensuring that the
requirements of the Privacy Act and other legislation are complied with.
For example, Wellington City Council requires that staff undergo training before
they are allowed to monitor CCTV cameras, and this training includes briefings
on ethics and the Privacy Act.’> We would hope that other local authorities also
require operators of CCTV systems to undergo such training.

RFID

419 We described RFID technology in our study paper for stage 1 of this Review.!¢
It has many practical and beneficial applications, particularly in identifying and
storing information about goods as they make their way along supply chains.
However, there are also privacy concerns about the potential to use RFID chips
to identify and track people, and about the security of personal information
stored on chips in documents such as passports. RFID technology is not yet in
widespread commercial use in New Zealand, but a voluntary RFID Consumer
Protection Code of Practice has been developed for New Zealand by an industry
body."" In our issues paper we asked whether any specific regulatory measures
were needed for RFID.™® There was no consensus on this question in the
submissions we received.

420 As we indicated in our issues paper, it is probably premature to establish
a mandatory regulatory framework for RFID in New Zealand at present.
We think it is important to monitor international developments in RFID
regulation and the operation of the voluntary code of practice for RFID in
New Zealand before deciding whether any further regulation is necessary.
The Privacy Commissioner is well placed to monitor and assess these matters.
For now, we think the Privacy Act and the voluntary code provide an adequate
framework for regulating the use of RFID technology to collect and store
personal information. If more specific, mandatory regulation is considered

152  See unit standards listed under “Domain - Electronic Security” on the NZQA website www.nzqa.govt.nz
(accessed 11 December 2009).

153  See Cervin, above n 139, 76; “Public Space Surveillance (CCTV)” on the website of the Security Industry
Authority (UK), www.the-sia.org.uk (accessed 11 December 2009).

154  Privacy and CCTV, above n 144, guideline 2.5.

155 Wellington City Council “New CCTV Cameras to Boost Central-City Safety” (14 April 2005)
www.wellington.govt.nz (accessed 11 December 2009).

156 Privacy Stage 1 NZLC SP19, above n 134, 142-145.
157 GS1 New Zealand EPC/RFID Consumer Protection Code of Practice available at www.gs1nz.org.
158 Privacy Stage 3 issues paper, above n 135, 262-263.
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necessary in future, one option would be to develop a code of practice for RFID
under the Privacy Act. To the extent that RFID tags can be used to track people
and objects, the tracking device offence that we recommend for inclusion
in the Surveillance Devices Act will also help to control the improper use of
RFID technology.

421 We also raised the issue of RFID skimming in our issues paper. Skimming is the
covert use of RFID scanners to obtain information stored on RFID chips.
We recommend in chapter 3 that RFID skimming should be considered as
part of a broader review of the adequacy of New Zealand law to deal with
data surveillance.

RECOMMENDATION

R19 Both Closed-Circuit Television (CCTV) and Radio-Frequency Identification (RFID)
should be regulated within the Privacy Act framework, rather than under
specific statutes or regulations. The Privacy Commissioner should continue to
monitor the adequacy of existing law to deal with these technologies.
If a more specific regulatory framework is considered necessary in future,
the option of developing codes of practice under the Privacy Act should
be considered.

RECOMMENDATION
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R20 A code of ethics for private security personnel who install, advise on, operate
and monitor CCTV systems should be made under the Private Investigators and
Private Security Guards Act 1974 or any replacement statute. The code of
ethics should address legal and ethical requirements in relation to privacy.
Any prescribed training in relation to CCTV for private security personnel
should also cover privacy obligations.

IMPROVING 422 In our issues paper we highlighted a number of ways in which the Privacy Act’s
THE PRIVACY application may be somewhat ambiguous or may be limited by the current
ACT'S wording of the Act.’® There was a significant level of support from submitters
COVERAGE OF for clarifying the Act’s application to surveillance and closing any gaps in

SURVEILLANCE its coverage.

423 In our issues paper for stage 4 of this Review, we will be proposing the
following changes to the Privacy Act, which we believe will improve its coverage
of surveillance:

The definition of “collect” should be amended so that it does not exclude the
receipt of unsolicited information. It has been suggested that information
obtained by the use of surveillance devices is not “solicited” from anyone,
and therefore that such surveillance does not constitute collection under the
Act as currently worded. While there are valid points to be made both for and
against this interpretation, we think it should be put beyond doubt that
surveillance is a form of collection of personal information.

159 See particularly Privacy Stage 3 issues paper, above n 135, 55-58, 219-220.
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Privacy principle 3 should not refer to collecting personal information
“directly” from the person concerned. Again, it has been suggested that where
a surveillance device is used, the information is not collected “directly” from
the person, and therefore the notification requirements under principle 3 may
not apply.

Privacy principle 4 (which provides that information shall not be collected
by means that are unlawful, unfair, or unreasonably intrusive upon the
personal affairs of the individual) should be amended so that it applies to
attempts to collect information. This would mean that principle 4 could
be used to deal with situations in which an attempt is made to collect
information using surveillance but no information is actually obtained.
People who have been the focus of surveillance may feel that their privacy
has been violated even when the attempt to collect information about them
has been unsuccessful.

The scope of section 56 of the Act should be narrowed. Section 56 provides
an exception to the privacy principles in respect of information collected
or held by an individual solely or principally in connection with his or
her personal, family or household affairs. This is a necessary exception,
but a very broad one. As we illustrated in the surveillance scenarios which
we set out in our issues paper, many instances of surveillance conducted by
individuals might be covered by this exception. We will propose that,
at a minimum, this exception should not apply where a person collects
information by engaging in misleading conduct, or in an unlawful manner.
We will also discuss some other options for narrowing the scope of section 56.

424 At present, the amendments set out above are proposals rather than
recommendations. Because they have implications that go beyond surveillance,
we will call in our issues paper for submissions on these proposals.
The issues paper will also explain and develop these proposals further.
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Chapter 5

Other remedies
and penalties
for intrusion

5.1

So far in this report we have discussed the need for a more comprehensive
framework of criminal offences and matching civil remedies for invasion of
privacy by surveillance, and have considered the Privacy Act’s role in regulating
surveillance. In our issues paper we also considered whether there were any
other ways in which the law should provide better protection against intrusion
and surveillance. One option, discussed in chapter 7, is a tort of invasion of privacy
by intrusion into solitude, seclusion and private affairs. The issues paper also
identified two other areas in which existing legal protections could be strengthened:
harassment and voyeurism.!%® We discuss these two issues in this chapter.

THE 5.2
HARASSMENT
ACT 1997

53

In our issues paper we raised the question of whether surveillance activities
might come within the ambit of the Harassment Act 1997. If so, the remedy of
a restraining order would be available in appropriate circumstances.
Section 3 of the Act provides that a person harasses another:

if he or she engages in a pattern of behaviour that is directed against that other
person, being a pattern of behaviour that includes doing any specified act to the other
person on at least 2 separate occasions within a period of 12 months.

“Specified act” is defined in the following way:

4  Meaning of specified act

(1) For the purposes of this Act, a specified act, in relation to a person, means any of
the following acts:

(a) Watching, loitering near, or preventing or hindering access to or from,
that person’s place of residence, business, employment, or any other place that
the person frequents for any purpose:

(b) Following, stopping, or accosting that person:
(c) Entering, or interfering with, property in that person’s possession:

160 New Zealand Law Commission Invasion of Privacy: Penalties and Remedies: Review of the Law of Privacy:

Stage 3 (NZLC 1P14, Wellington, 2009) 239, 270-272 [Privacy Stage 3 issues paper].

Invasion of privacy: penalties and remedies
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(d) Making contact with that person (whether by telephone, correspondence,
or in any other way):

(e) Giving offensive material to that person, or leaving it where it will be found by,
given to, or brought to the attention of, that person:

(f) Acting in any other way —
(i) That causes that person (person A) to fear for his or her safety; and

(i) That would cause a reasonable person in person A’s particular circumstances
to fear for his or her safety.

54  Harassment is only criminal if the person engaging in the activity intends the other
to fear for his or her safety or the safety of a family member or knows that the
harassment is likely to cause such fear. However, a restraining order does not
require any such element of intention. Section 16 of the Act provides as follows:

16 Power to make restraining order

(1) Subject to section 17, the Court may make a restraining order if it is satisfied that —
(@) The respondent has harassed, or is harassing, the applicant; and
(b) The following requirements are met:

(i) The behaviour in respect of which the application is made causes the
applicant distress, or threatens to cause the applicant distress; and

(i) That behaviour would cause distress, or would threaten to cause distress,
to a reasonable person in the applicant’s particular circumstances; and

(iii) In all the circumstances, the degree of distress caused or threatened by that
behaviour justifies the making of an order; and

(©) The making of an order is necessary to protect the applicant from

further harassmen